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Dear Colleagues:

Before starting to write this last leadership letter as President of HCCA, I took a moment and read my first leadership article after becoming President. The focus of that article was to discuss the hard work that has gone into shaping compliance as a profession and to share with you my excitement about becoming the President of HCCA. Well, today in this article I want to say, "Thanks for the memories," "Goodnight Mrs. Calabash," and borrowing from cowboy wisdom—which flows freely in Texas—"It's better to be a has-been than a never-was!"

I could spend time telling you "how great I art", but I have learned that often times the best skill a leader can have is just learning how to stay out of the way. Most of the work that leads to the impact one might have on an organization takes place in the years prior to becoming the leader of that organization. Then once you find yourself in that leadership role, you want to maintain an environment that allows others to make their contributions. So instead of recounting presidential accomplishments this year, I want to tell you "how great they art." And by “they”, of course, I am referring to the HCCA Board, the CEO, and the HCCA staff. The best evidence of how these individuals work together as a team comes from comments of new board members and guests that we include in our planning processes.

The initial part of our planning process involves celebrating the successes of the past year, and then immediately beginning to look to the future and what needs to be done next. Exhausted at the end of that day-and-a-half planning process, those individuals have shared several observations: "I have never served on a board that is so actively involved in making things happen"; "You fight like cats and dogs and, at the end of the day, you are best friends"; "This is one of the most effective planning processes I have seen, and you actually implemented the plan you developed last year!" There are others, but my point is that the HCCA Board, the CEO, and the HCCA staff are passionate about our organization and the compliance profession as a whole, and it has been great fun staying out of their way.

Roy Snell and I have been accused of sounding like an old married couple. Boy, now there is a scary thought. In fact, we have probably communicated as often as spouses do, and in the same spirit of enthusiasm and unvarnished truth! I can think of no other individual who is more committed to the success of our organization and to getting out the message of compliance than is Roy Snell.

In closing, while many are owed a heartfelt "thank you", it is impossible to do so in this short letter, but I am most grateful for the opportunity to have served as President of HCCA. My family has been most understanding, but, as families do, they keep you grounded when sharing their thoughts, such as "Are you going on another vacation Daddy?" when I was leaving for meetings. And when I was so proud of being elected President of HCCA I got, "Do we get any money out of this?" And then when receiving a negative reply, they just gave me "the look" that conveyed their
heartfelt, “So what’s the big deal?” Well, the “Bid Deal” is that I am rewarded by watching the in-roads our organization has made into all corners of this country’s compliance organizations. And the biggest “reward” of all is just getting to work with such a dedicated and hardworking group of people who have themselves become family to me. To those people, and you know who you are, I say "Thanks" for an unforgettable year.
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The Centers for Medicare and Medicaid Services (CMS) implemented the Rule establishing a prospective payment system (PPS) for inpatient psychiatric services effective for cost-reporting periods beginning on or after January 1, 2005. The new prospective payment system changes the reimbursement landscape for hospitals either currently providing or planning to develop inpatient psychiatric services by moving reimbursement from a cost-based to a fee-based reimbursement system. The change in the reimbursement system will have an across-the-board impact on existing inpatient psychiatric programs—financially, operationally, and from a compliance standpoint.

The new prospective payment system reimburses psychiatric hospitals and psychiatric inpatient units of acute care hospitals using a Base Rate per diem that is adjusted for a number of factors. The Base Rate per diem is adjusted for location, diagnosis, acuity (co-morbidity), length of stay, the presence of a full-time emergency department, patient age distributions, and being a teaching facility. The PPS system, phased-in for all existing psychiatric hospitals and psychiatric units of acute care hospitals over a four-year period, will be based on a blend of a Federal per diem payment amount and a facility-specific payment rate. New psychiatric units will immediately fall under 100% prospective payment reimbursement.

The unadjusted fixed Base Rate per diem is $575.95. The per diem is adjusted to reflect a labor component and a non-labor portion. The two components are added together to determine the hospital's "wage-adjusted Federal Base Rate".

Facility-level adjustments
Once a hospital determines its fixed Base Rate per diem, Facility-level adjustments are applied to that Base Rate. Facility-level adjustments include a 17% increase for being a hospital located in a rural area; an additional adjustment to the per diem for a patient's first day of care for maintaining a full service emergency department; and a teaching adjustment based on a ratio of residents to occupied beds.

Patient level adjustments
Patient level adjustments are then applied to the facility-adjusted Base Rate. Patient level adjustments are increases or decreases in the facility-adjusted Base Rate and include adjustments for the patient's primary diagnosis (DRG), any co-morbid conditions and the patient's age. The facility-adjusted fixed Base Rate per diem is adjusted for the presence of one of the 15 primary DRG's used for inpatient psychiatric units or hospitals. The rate is further adjusted for one or more of the 17 designated co-morbid DRG conditions. A final patient level adjustment is the application of a graduated adjustment based on the patient's age.

Other adjustments
Resource utilization and length of stay adjustments represent the final component adjustments to a patient's reimbursement. During the first eight days of a patient stay, the adjusted fixed Base Rate per diem is increased to reflect the higher costs and resource utilization associated with the beginning of a patient's inpatient stay. For days nine and 10, the patient is presumed to require minimal additional resource utilization and the reimbursement is the wage adjusted base Facility-level and Patient-level adjusted Base Rate per diem. After day 10 of a patient's stay, there is a gradually increasing negative adjustment to the adjusted Base Rate. There are two further adjustments that apply to determine the level of reimbursement. These adjustments are for outlier cases and a stop-loss provision.

Separate components of the psychiatric PPS include an adjustment for each electroconvulsive therapy (ECT) treatment furnished during the patient's stay in the inpatient psychiatric facility and the "interrupted stay" policy. For patients receiving ECT, the adjusted fixed Base Rate per diem is enhanced with the addition of $247.96 (adjusted for the Area Wage Index) for each ECT treatment provided. The interrupted stay policy applies to patients discharged from any inpatient psychiatric facility (IPF) and returning to the IPF before midnight on the third consecutive day.
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"One major initiative of OIG is the issuance of compliance program guidance to assist recipients of HHS funding in establishing voluntary compliance programs and in developing effective internal controls that promote adherence to applicable Federal statutes, regulations, and program requirements. The adoption and implementation of voluntary compliance programs significantly advances the stewardship responsibilities of the Department's grantee institutions. We are reviewing public comments received in FY 2004 in response to a Solicitation of Information and Recommendations and plan to issue draft guidance in FY 2005 for further comment."

This is the latest in a series of CPG for organizations and health care providers that receive HHS funding. One of the reasons for the issuance of this CPG is "[t]he OIG believes that entities and institutions that receive HHS funds have an ethical and legal duty including an obligation to take measures, such as instituting a compliance program, to detect and prevent fraudulent, abusive, and wasteful activities of the funds." The practice has been that if no specific CPG exists for those receiving HHS funds, an organization can develop an effective compliance program by extrapolating CPG from similar organizations. Therefore, guidance has been available for NIH grantee recipients to structure an effective compliance program for HHS purposes, via extrapolation, for some time. However, organizations with NIH funding have not viewed developing compliance programs for their NIH awards as necessary. With the issuance of specific CPG for NIH awardees, it is apparent that the OIG's has the same expectation for NIH awardees as they do for recipients of other types of HHS funded programs (e.g., Medicare and Medicaid), that compliance plans for HHS funds be developed in accordance with CPG's, regardless of HHS program or source of funds.

In this era of vigorous federal oversight and enforcement of HHS health care dollars and research awards, there are many perceived benefits for recipients of NIH funds in implementing effective compliance programs, including:
1. Developing the organization's ability to detect and self-correct
2. Adding value to the organization because of the possibility of receiving a reduction in sentence in the event that federally proscribed conduct is found
3. Providing a defense against allegations of fraud.

The CPG for Recipients of NIH Research Grants provides a blueprint of the OIG's view on what is required to create an effective program. The issuance of this CPG is a significant development for NIH grant recipients (or for that matter, organizations that receive federal awards, as federal agencies usually follow NIH's lead in research regulation), as it further demonstrates HHS's commitment to ensuring the proper stewardship of its research grants and contracts.

The NIH imposes significant regulatory burdens on those conducting NIH sponsored research. The regulations encompassing NIH grants and contracts are extensive, complex, and in some instances hyper-technical. The regulations can be organization specific (e.g., educational institutions, state and local governments) or applicable for all awards. Such activities include all research involving human or animal subjects, hazardous materials or controlled substances, and other ancillary activities that impact the conduct of research.

For example, there are requirements for proposing, receiving and administering...
NIH grants and contracts. There are regulations for conducting federally sponsored clinical trials. Via the HHS, Office of Human Research Protections (OHRP), organizations must obtain a federal-wide assurance of compliance (FWA) for institutions engaging in human subjects research that is conducted or supported by the HHS. If the human subjects research is also regulated by the Food and Drug Administration (FDA), the research must also comply with FDA human subject protections, and the FDA's Good Clinical Practices. Covered entities must comply with HIPAA [Health Insurance Portability and Accountability Act] research requirements.

As a condition of NIH funding, organizations must comply with regulations from various federal agencies and departments for animal research. For example, USDA [United States Department of Agriculture] regulations require registration and licensing of institutions who breed, sell, transport, hold, or use such animals and the USDA has standards for the humane treatment of laboratory animals. The FDA has established standards for the proper conduct of non-clinical laboratory studies that include animals. The Office of Laboratory Animal Welfare (OLAW), within NIH, is responsible for the implementation and general administration of the Public Health Service policy on the humane care and use of laboratory animals.

NIH grant recipients must adhere to the NIH Guidelines for research involving recombinant molecules, and must establish and register with the NIH Office of Biotechnology Activities an institutional biosafety committee that reviews and approves certain experiments, including all human gene transfer studies. There are also invention reporting responsibilities for NIH extramural funding recipients.

The research compliance infrastructure required by NIH awardees can be daunting, due to the pervasive and often overlapping regulatory schemes. Once research grants or contracts from other federal agencies are proposed and accepted, other terms, conditions and assurances must be incorporated into the research compliance infrastructure as well (e.g., Department of Defense, Centers for Disease Control, National Science Foundation, and Department of Justice). Compliance with terms and conditions are a condition of receipt of federal research awards.

Many non-profit organizations award research grants that stipulate compliance with their own regulations, federal regulations, and "best practices" research regulations. As one can see, research institutions and academic medical centers are highly regulated with respect to research activities, regardless of the source of funding. Therefore, organizations that develop and implement CPG for Recipients of NIH Research Grants should consider establishing a compliance plan that integrates all regulated research activities, for which rules, guidelines, and best practices have been established.

The OIG has been continuously signaling recipients of NIH research grants of its intent to rigorously enforce regulatory compliance, not only by the publication of specific CPG for Recipients of NIH research grants, but by the increase of research compliance measures in the OIG's yearly Work Plans, an increase of OIG audits of NIH awards, and increasing false claims litigation regarding NIH extramural funds.

The CPG or model plans are essentially more detailed renditions of the U.S. Federal Sentencing Guidelines' seven requirements, adapted for particular segments of the health care industry (see below). They identify the specific conduct that the OIG considers necessary for structuring and maintaining an effective compliance program. The specific elements are similar to the mitigating factors delineated in the U.S. Federal Sentencing Guidelines. Failure to meet a mitigating factor under U.S. Federal Sentencing Guidelines may eliminate all benefits associated with a compliance plan. An organization, undertaking the structuring and implementing of a compliance program, should examine the seven requirements of the U.S. Federal Sentencing Guidelines for additional guidance.

The draft CPG for Recipients of NIH Research Grants provides grantees with seven specific elements that NIH grant recipients should include in the establishment of a comprehensive compliance program. These fundamentals originally derived from the Federal Sentencing Guidelines, include:

1. Implementing written policies and procedures that foster an institutional commitment to stewardship and compliance;
2. Designating a compliance officer and compliance committee;
3. Conducting effective training and education;
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4. Developing effective lines of communication;
5. Conducting internal monitoring and auditing;
6. Enforcing standards through well-publicized disciplinary guidelines;
7. Responding promptly to detected problems, undertaking corrective action, and reporting to the appropriate Federal agency.

The OIG is considering adding an eighth element "[d]efining roles and responsibilities and assigning oversight responsibility" that incorporates a discussion of the importance of effectively delegating oversight authority. The OIG further invited comments on the scope of the proposed CPG, particularly on the types of activities that should be subject to the CPG and the risk areas for recipients of NIH research grants, stating "[b]ased on our fraud investigations at research institutions, we have identified internal control deficiencies that may warrant attention..."[8]

Risk areas identified by the OIG include:
(i) proper allocation of charges to grant projects
(ii) "time and effort" reporting, including an accurate reporting of the commitment of effort by researchers
(iii) use of program income.[2]

Developing effective research compliance programs requires input, development and implementation from personnel with varying backgrounds and expertise including: researchers, administrative personnel, attorneys, and research compliance specialists.

Creating and maintaining a compliant organization is, and will continue to be, increasingly challenging for research institutions. Because of the increased amount of regulations, litigation, and regulatory oversight for recipients of NIH and other federal research grants, "institutions will have to be transformed from very decentralized, compartmentalized, and segmented entities, that function quite independently...into integrated multi-specialty regulatory organization where decision making is centralized so that organizations remain cognizant of the institutions regulated research activities and are able to respond quickly and appropriately to an ever evolving research compliance environment."[23]

1. (68 Fed. Reg. 172, 52783-52784 (Sept. 5, 2003)).
6. Id. at 1.
7. (See, NIH Grants Policy Statement (03/01); OMB Circular A-110, Uniform Administrative Requirements for Grants and Agreements With Institutions of Higher Education, Hospitals, and Other Non-Profit Organizations (11/10/1993) (further amended 09/30/1999), OMB Circular A-122, Cost Principles for Non-Profit Organizations (05/10/2004), and OMB Circular A-21, Cost Principles for Educational Institutions (05/10/2004)).
8. Institutions that are NIH subcontractors and those that participate as sub-sites for NIH Multi-Site Cooperative Clinical Trials must obtain PWAs as well.
11. (See, Guidance for Industry, E6 Good Clinical Practice; Consolidated Guidance, HHS, FDA, Centers for Drug Evaluation and Research and Biologics Evaluation and Research (April 1996)).
12. (See, Clinical Research and the Health Insurance Portability and Accountability Act of 1996 ("HIPAA") Privacy Rule (HHS, NIH Publication Number 04-5495 (February 2004))).
15. (Health Research Extension Act of 1985 (Public Law 99-158, Nov. 20, 1985)).
17. 37 CFR Part 401 § 401.14(620 (1997)).
18. The Association for Assessment of Laboratory Animal Care (AALAC) conducts a peer review, and it has no direct regulatory role because it is an advisory group (is not a federal entity). If an institution has AALAC approval, it means that the institution meets all the rules and regulation of the USDA, Public Health Service (PHS) and other regulatory agencies. See http://www.aalac.org, visited 2/8/05.
19. DHHS OIG Work Plan for Fiscal Year 2004, 1\w will evaluate whether...NIH grantees have followed laws, regulations, and other Federal guidance...". Other sections in the Work Plan that address extramural grantee compliance are: 1) [m]anagement and oversight of research grants, 2) [m]onitoring adverse event in clinical trials, 3) [g]rantee compliance with invention reporting requirements, 4) [c]ompliance with Federal cost principles with regard to [d]ebug centers; 5) [b]othe colleges and universities have appropriately charged administrative and clerical salaries to federally sponsored grants and cooperative agreements; and 6) [g]rantee compliance with invention reporting requirements. Available at http://oig.hhs.gov/publications/docs/workplan/2004/W ork%20Plan%202004.pdf, visited 12/15/05.
20. For example see, Audit of Health Resources and Services Administration Cooperative Agreement Number U30-03-0005 University of Southern California Los Angeles, California (A-09-02-01040) at http://oig.hhs.gov/oaas/reports/region 9/020104(010.pdf), visited 1/21/05, where the OIG determined that USC did not meet the project objectives, conducted research on human subjects without proper authorization, did not adequately resolve a conflict of interest, and claimed costs that were not allowable. As a result, USC had to refund over $1 million dollars in unallowable costs
22. Id. at 1, (68 Fed. Reg. 172, 52783-52784 (Sept. 5, 2003)).
23. Dr. Michael M. Johns, Dean of the John Hopkins School of Medicine, Address at the 15th Private Sector Conference in Medicine, sponsored by Duke University Medical Center, 1994 (general comments as applied to centralizing the compliance function).
following discharge. In such cases the new portion of the stay is considered to be a continuation of the original stay.

There are a number of inherent operational and compliance changes related to the new Prospective Payment System. These changes include changes to the admission assessment and evaluation process; changes to coding requirements; and changes in the level of compliance oversight required.

The psychiatric PPS requires that the hospital document "all conditions that coexist at the time of admission, that develop subsequently, or that affect the treatment received or the length of stay or both."

In order to apply the adjustments for co-morbid conditions, the hospital will have to enhance its evaluation, assessment and documentation of the patient's medical condition at the time of admission as well as document the continuing need for treatment of the co-morbid condition. This is a significant change from operating under the cost-based reimbursement system.

The Prospective Payment System is a DRG-based system. The DRG system does not translate or take into account the coding from DSM-IV which was historically the coding source for psychiatric patients. The primary result of this change in coding is to require that all inpatient psychiatric patient claims be submitted using the appropriate ICD-9-CM code in order to be consistent with the requirements of the DRG system. Practically, this will require that the ICD-9-CM code appropriate to the patient's diagnosis be on the medical record. If the patient's assessment is accomplished using the DSM-IV-CM diagnostic system, the resulting DSM-IV coding will have to be translated to an ICD-9-CM code in order for the IPF to receive payment.

**Conclusion**

The new regulations will require changes to a hospital's process of intake, evaluation and assessment procedures and documentation at the time of admission; the documentation of the need for continued inpatient treatment during the stay; the documentation of treatment for any co-occurring medical conditions impacting on treatment or length of stay; the certification of the patient's need for an inpatient level of treatment; and the coding of the medical record and the associated patient billing.

All of these changes are accompanied by the need for a hospital to provide an enhanced compliance oversight of the process.

---

**FOR YOUR INFO**

Tenet Agrees to Settle Pricing Class Action Lawsuits

On March 10, Tenet Healthcare Corporation (NYSE: THC) announced that it had reached an agreement providing for a nationwide settlement of certain class action lawsuits regarding prices that uninsured and some underinsured patients were charged for prescription drugs and other medical products and services at hospitals owned and operated by Tenet subsidiaries. For more: [http://www.tenethealth.com/TenetHealth/PressCenter/PressReleases/TenetPricingClassActionSettlement.htm](http://www.tenethealth.com/TenetHealth/PressCenter/PressReleases/TenetPricingClassActionSettlement.htm)

Mercer Country Geriatric Center Settlement Announced

On February 22, the US Department of Justice announced that it reached a settlement agreement with Mercer County, New Jersey resolving the Department's investigation of conditions and services at the Mercer County Geriatric Center, a nursing home operated by Mercer County. For more: [http://www.usdoj.gov/opa/pr/2005/February/05_crt_073.htm](http://www.usdoj.gov/opa/pr/2005/February/05_crt_073.htm)

Settlement Announced

On February 17, US Attorney for the Southern District of Ohio Gregory G. Lockhart announced that J. Richard Jones and Connie Jean Jones, both of Westerville, and their company Cardio-Diagnostic Technology and Consultants, Inc. of Westerville, were ordered to repay almost $58,000 to the federal Medicare program and state Medicaid program as part of their sentences for their roles in a scheme to bill the programs for services never performed, and for altering records submitted to the programs. For more: [http://www.usdoj.gov/usao/obs/Press/02-17-05.htm](http://www.usdoj.gov/usao/obs/Press/02-17-05.htm)
The U.S. Department of Justice's Principles of Federal Prosecution of Business Organizations (hereinafter referred to as the "Thompson Memo") and the recent amendments to the United States Sentencing Guidelines for Business Organizations (hereinafter referred to as the Sentencing Guideline Amendments) relating to reduction of the culpability score for an organization's cooperation in a federal government investigation have effectively driven a wedge between business organizations and its employees. The effect of the Thompson Memo and the contemplated level of cooperation under the Sentencing Guideline Amendments incentivize a business organization to become a partner with federal enforcement authorities in detecting and preventing misconduct.

The practical impact on business organizations under investigation requires "cooperation" which typically means identification of employees engaged in misconduct to the government to ensure corporate survival. The chief executives and the counselors to business organizations have speculated whether "cooperation" under these circumstances really means anything more than "unconditional surrender".

The fourth and sixth factors in the Thompson Memo reflects that a prosecutor, in assessing the extent of cooperation of a business organization, should consider a corporation's "willingness" to identify the culprits within the corporation, including senior executives; to make witnesses available; to disclose the complete results of the organization's own internal investigation; and to waive attorney-client privilege and work product protection. The comment section to the Thompson Memo states that waiver of a corporation's attorney-client privilege is not an absolute requirement, but sometimes might be necessary. The directive promises leniency to business organizations and practices have dramatic consequences for business organizations.

By Gabriel L. Imperato, Esq.

Editor's note: Gabriel L. Imperato, Esq. is Managing Partner with the law firm of Broad and Cassel. He may be reached in Fort Lauderdale, Florida at 954/764-7060 or by email: gimperato@broadandcassel.com

This article is Part II of a two-part article on the recent amendments to the U.S. Sentencing Guidelines. Part I was published in the February 2005 issue of Compliance Today, page 4.

1. The nature and seriousness of the offense, including the risk of harm to the public and applicable policies and priorities, if any, governing the prosecution of corporations for particular categories of crime;
2. The pervasiveness of wrongdoing within the corporation;
3. The corporation's history of similar conduct;
4. The corporation's timely and voluntary disclosure of wrongdoing and its willingness to cooperate in the investigation of its agents, including, if necessary, the waiver of corporate attorney-client and work product protection;
5. The existence and adequacy of the corporation's compliance program;
6. The corporation's remedial actions, including any efforts to ... cooperate with the relevant government agencies;
7. The collateral consequences, including disproportionate harm to [parties] not proven personally culpable and impact on the public arising from the prosecution;
8. The adequacy of the prosecution of individuals responsible for the corporation's malfeasance;
9. The adequacy of remedies such as civil or regulatory enforcement actions.

The Thompson Memo was disseminated during January of 2003 and focuses on the quality of a business organization's "cooperation" with a government investigation and sets forth nine factors that prosecutors should consider in deciding whether to charge a business organization. These factors are as follows:

The fourth and sixth factors in the Thompson Memo reflects that a prosecutor, in assessing the extent of cooperation of a business organization, should consider a corporation's "willingness" to identify the culprits within the corporation, including senior executives; to make witnesses available; to disclose the complete results of the organization's own internal investigation; and to waive attorney-client privilege and work product protection. The comment section to the Thompson Memo states that waiver of a corporation's attorney-client privilege is not an absolute requirement, but sometimes might be necessary. The directive promises leniency to business organizations.
organizations which quickly and voluntary comply with disclosure and cooperation. The dynamics of these considerations necessarily compromises the organization's ability to rely on the attorney-client privilege.

The Sarbanes-Oxley Act of 2002 also directed the United States Sentencing Commission to review and amend the organizational Sentencing Guidelines for compliance related policy statements to ensure that they are sufficient to determine and punish organizational misconduct. The Ad Hoc Advisory Group of the United States Sentencing Commission, following this directive, issued a report on October 7, 2003. The report recommended numerous amendments to the Sentencing Guidelines (see article published in the February 2005 Compliance Today), but also focused on cooperation by a business organization in a Federal investigation.

The Sentencing Guideline Amendments emphasized that an organization’s culpability score under the Sentencing Guidelines would be reduced if it "fully cooperated in the investigation" of its own wrong-doing. The commentary on the Sentencing Guidelines state that cooperation does not per se necessitate waiver of the attorney-client privilege and work product protections and is not a prerequisite to a reduction of the culpability score, but notes that in some circumstances it "may be required in order to satisfy the requirements of cooperation". The Sentencing Guideline Amendments became law on November 1, 2004 when Congress failed to amend the proposals of the United States Sentencing Commission.

The sentinel effect of the Sarbanes-Oxley Act and the increased regulation of public companies, combined with implications of the Thompson Memo and the Sentencing Guideline Amendments, has also raised the specter of cooperation and full disclosure before many administrative agencies, but in particular, the Securities and Exchange Commission (SEC). The SEC's "Seaboard § 21(a) Report" exemplifies the practical effect of these governmental guidelines and initiatives for corporate cooperation. The Seaboard case involved a wrongdoer's action, which allegedly led to misstatements in a subsidiary's financial statements. The parent company's management acted within a week to rectify the mistakes and it was noted in the case that the company "did not invoke the attorney-client privilege, work product protection or other privileges or protections with respect to any facts uncovered in the investigation". As a result, the SEC took no action against the corporation and noted in footnote 3 of the report that the attorney-client privilege ensures a very important purpose, but, in certain circumstances, a business organization might feel compelled to waive it. The footnote goes on to state that waiver is not the end goal, but only "a means (where necessary) to provide relevant and critical information".

The report in the Seaboard case lauded the company for the following:

- promptly investigating and publicly disclosing its accounting errors
- dismissing the responsible employee and two of its supervisors
- providing "complete" cooperation with the SEC's investigation of the matter (by, among other things, not asserting its attorney-client and other privileges) and
- strengthening its financial reporting process to prevent similar problems in the future.

The Seaboard report then itemized a non-exhaustive list of thirteen criteria it considers in determining whether, and how much, to credit self-policing, self-reporting, remediation, and cooperation. The essential criteria include the following: the egregiousness and duration of the misconduct; the extent to which a lax corporate culture led to the misconduct; the extent of front office responsibility; the extent of investor harm; the extent to which corporate internal controls failed to detect the misconduct; the promptness and effectiveness of the company's response on discovering the misconduct; the thoroughness and independence of the company's internal inquiry into the misconduct; the company's remedial actions to prevent recurrence of the misconduct; and the extent to which the company cooperated in the SEC's investigation.

The last criteria, again noting cooperation, included the comment that the extent to which the investigated company shares the results of its own internal inquiry with the SEC's staff, voluntary discloses relevant information not specifically requested by the staff, encourages its employees to cooperate, and refrains from asserting attorney-client privilege, work product protection, and other privileges during the investigation will measure the degree of cooperation attributed to the business organization. The SEC has made it clear that not only will it fail to attribute credit for a non-cooperating organization,

Continued on page 12
but will move to punish a business organization which does not cooperate in its investigations, even if it does not charge the business organization with violations of the law based on the underlying conduct in question.

The combined effect of these principles of prosecution, application of the Sentencing Guidelines and aggressive incentives for a business organization to cooperate in certain agency investigations has created a climate in which business organizations have no practical choice but to cooperate fully and promptly with federal investigations. The circumstances literally coerce business organizations into cooperation and, therefore, it is difficult to describe cooperation under these circumstances as completely voluntary. Furthermore, if the cooperation involves waiver of the attorney-client and work product privilege, these waivers are permanent and while they do work to provide the government with information which prosecutors can use to criminally charge responsible individuals, they also create information which plaintiff's lawyers can use in support of class action and derivative lawsuits.

A recent address by the Deputy Attorney General of the United States, James Comey, to attendees of the American Bar Association Health Fraud Institute 2004 in New Orleans, further elaborated on the federal government's view of "cooperation". The presentation by the Deputy Attorney General noted that the issue of waiver of the attorney-client privilege and work product protections frequently comes up in all federal law enforcement efforts, especially where investigations focus on schemes to defraud that are increasingly sophisticated and complex and may often span an entire industry. The Deputy Attorney General also noted that the Department of Justice understands the term "cooperation" as reflected in the Thompson Memo, the Sentencing Guideline Amendments and in court decisions, to mean cooperation that discloses all pertinent information sufficient for the government to identify the individuals responsible for criminal conduct and to understand the full scope of that conduct.

The Deputy Attorney General stated that the Department of Justice does not require or mandate a business organization to cooperate in a Federal investigation or to waive applicable privileges. The Deputy Attorney General went on to say, however, that cooperation does reflect that a corporation is looking to clean house and change its culture; enables government investigators to gather facts before they become stale; assist the government in fully investigating the wrongdoing; and assist in recovering losses incurred by the victims of wrongdoing. However, the Deputy Attorney General did note that what constitutes cooperation can vary from case-to-case and that, at a minimum, it must be recognized that if a corporation has learned precisely what happened and who is responsible, then in order to get credit for cooperation, they must turn this over to the government to effect a charging decision or a reduced culpability score under the Sentencing Guidelines.

The Deputy Attorney General did acknowledge that business organizations can cooperate without waiving privileges and that prosecutors are generally just interested in the facts and not necessarily the legal advice or opinion work product or information that is at the heart of the attorney-client privilege (i.e. counsel's advice to the corporation or counsel's mental impressions). The fact is that the Federal government has identified key components of cooperation and voluntary disclosure which effect their charging decisions, the culpability score under the Sentencing Guidelines, and relationships with administrative agencies.

These key components are as follows:
1. Timely and complete disclosure. A failure to quickly cooperate can be held against a corporation.
2. The corporation's willingness to implicate those responsible even if they are top management.
3. The corporation's cooperation in making witnesses available to the government and to encourage witness honesty and full disclosure.
4. The disclosure of the results of the corporation's own internal investigation so that the facts and scope of the misconduct can be fully known to the government, even if this requires waiver of the attorney-client and/or work product privileges.

The concept of cooperation is not new, but it has changed in recent years, as reflected by the Thompson Memo and the Sentencing Guideline Amendments, in the following important ways:
1. The completeness of cooperation demanded by Federal authorities.
2. A careful assessment of whether the business organization while purporting to "cooperate" actually engaged in conduct that impeded the government's investigation by doing any of
the following:
(i) making overly broad assertions of legal representations of employees.
(ii) issuing directives to employees and agents not to meet and/or cooperate with the government.
(iii) misleading presentations or submissions of information to the government, including failure to adequately respond to subpoenas and provide documents pursuant to government requests or incomplete or delayed document production.
(iv) failing to promptly disclose illegal conduct known to the corporation.
(v) continuing financial or other support of culpable employees.
(vi) entering into joint defense agreements with culpable employees.
(vii) failing to waive the attorney-client and work product protections when it appears essential (and there is no other alternative means to convey the information to disclose the facts and scope of misconduct to the government).

An apparent casualty of stepped-up enforcement in the health care industry, corporate scandals at the turn of the century, the Sarbanes-Oxley Act and the Sentencing Guideline Amendments may be the attorney-client and work product privileges and the ability of an organization to protect itself whether they engaged in wrongdoing or not. A business organization may be willing to fully cooperate and disclose privileged information to law enforcement authorities. However, this may well mean that private plaintiffs with their own agendas will have access to this information for purposes of civil litigation against the business organizations. A corporation may be put in a position of furthering its objectives with law enforcement authorities, but at the expense of liability to aggressive plaintiff’s seeking recoveries.

The Healthcare Compliance Certification Board (HCCB) compliance certification examination is available in all 50 States. Join your peers and become Certified in Healthcare Compliance (CHC).

CHC certification benefits:
- Enhances the credibility of the compliance practitioner
- Enhances the credibility of the compliance programs staffed by these certified professionals
- Assures that each certified compliance practitioner has the broad knowledge base necessary to perform the compliance function
- Establishes professional standards and status for compliance professionals
- Facilitates compliance work for compliance practitioners in dealing with other professionals in the industry, such as physicians and attorneys
- Demonstrates the hard work and dedication necessary to perform the compliance task

CHC Certification, developed and managed by HCCB, became available June 26, 2000, since that time hundreds of your colleagues have become Certified in Healthcare Compliance. Linda Wolverton, CHC, Director, Compliance, Triad Hospitals, Inc. says that she sought CHC Certification because “...many knowledgeable people work in compliance, and I wanted my peers to recognize me as ‘one of their own’.” With certification she is “recognized as having taken the profession seriously, having met the national professional standard.”

For more information on how you can become CHC Certified, please call 888/580-8373, email hccb@hcca-info.org, or visit the HCCA Website: http://www.hcca-info.org/Template.cfm?section=HCCB_Certification
Editor's note: This interview, conducted in March with Odell Guyton, Director of Compliance for Microsoft Corporation and the Health Care Compliance Association’s President for 2005 was conducted by HCCA’s 2004 President Al Josephs, Director of Corporate Compliance for Hillcrest Health System.

**AJ:** Odell, tell me about your current position.

**OG:** For the past three years I have been employed as the Director of Compliance for Microsoft Corporation. The position is responsible for the supervision of Microsoft’s global compliance and ethics responsibilities. The compliance function reports administratively to the Office of General Counsel but is supervised by the Board of Directors Audit Committee. The compliance responsibility at Microsoft is built on cross-collaboration and inter-collaboration throughout the company. I am also the Board-appointed Antitrust Compliance Officer, responsible for certifying Microsoft’s compliance under the Federal District Court’s Final Judgment Order.

**AJ:** Please tell me about your involvement with HCCA.

**OG:** I first became involved with the HCCA when I served as the Corporate Compliance Officer for the University of Pennsylvania and the University of Pennsylvania Health System. I have been involved with the HCCA as a Board member since a few months after it was founded. I am presently serving in my second term on the HCCA Board of Directors.

**AJ:** What is the primary goal you have set for yourself as President of HCCA?

**OG:** Compliance professionals today, especially those in the health care arena, face many challenges that were not present just a few years ago. The legislative changes impacting the "for profit" world is likely to have collateral impact on the "not-for profit" world. These factors coupled with the views of federal enforcement agencies are setting a high bar for establishing what are considered to be "effective" compliance programs and the individual success of those who are charged with running them. My primary goal for the HCCA, as the largest organization for compliance professionals in the United States, is to ensure that the HCCA continues to be fully resourced and committed to service the growing and emerging needs of our membership.

The HCCA as an organization, our staff, and our Board of Directors are well regarded inside and outside of health care. We must leverage this reality to achieve continued success. The HCCA is uniquely qualified and is in a position to anticipate our members' needs, provide educational opportunities to advance our mission, and to be a leader in the broader compliance industry so that the compliance profession is elevated and respected in the eyes of corporate professionals. This is the primary goal I have set for myself as President of HCCA.

**AJ:** What do you see as the most important challenge to Compliance as a profession?

**OG:** I believe that the most important challenge today for Compliance as a profession, and for the health care compliance professional in particular, is
for the profession and the individual practitioner not to be seen as a key player in the larger role of corporate governance.

As more widely recognized and established professional organizations (i.e., lawyers, accountants, auditors, finance) carve out larger chunks of the compliance function for themselves, the compliance officer must be perceived as providing real value and having a real voice in the organization’s business planning activities, risk assessment activities, and executive levels of accountability at the entity.

**AJ:** How can members become involved helping meet those goals?

**OG:** We must be advocates in the organization for our programs; we must be advocates for the compliance profession, and we must provide support for one another in these roles. We should make it a point to be mindful of what is occurring in our regulatory and social environment and be agents for change in our organizations where change needs to occur. We must also be full supporters for our professional organizations, such as the HCCA, so that we grow credibility as a professional group.

**AJ:** Where would you like to see the compliance profession in five years?

**OG:** The evidence already exists to indicate that the compliance profession in five years will have importance in the areas of risk management and, for most global corporations, will be a foundation element for global citizenship. The profession is moving up in the rankings for most important job and I see the compliance profession and the compliance professional being critical in the success of a company’s business objectives—on par with the roles of the general counsel, internal auditor, or finance professionals.

**AJ:** Tell us about the growth of compliance in the non-health care industry.

**OG:** The growth of compliance in the non-health care industry is nothing short of phenomenal. This growth is on a global scale and is across industries. The hard lessons learned as compliance professionals in the health care world are transferable and provide a solid foundation in non-health care arenas. A working knowledge of the federal sentencing guidelines and the knowledge gained by implementing compliance processes and working with regulators in the health care industry provide instant credibility points for those members of our profession who wish to branch out to other compliance and/or corporate governance areas.

The potential for international growth opportunities is at an all time high in this regard.

**AJ:** What do you see as the greatest challenge facing compliance professionals?

**OG:** The greatest challenge facing compliance professionals is maintaining the systems and processes in your organization that provide credibility for your program and credibility for you as compliance professional. We must be prepared for our compliance programs to undergo internal and external scrutiny and to pass with superior scores and sound processes that are well known and highly regarded by employees of your organization as well as the leadership of your organization. This level of recognition and credibility must not only be held by your CEO, CFO, and Board of Directors, but by other professionals who play a role in the corporate governance structure. These groups include the company’s lawyers, internal auditors, external auditors, controllers, and business group managers, as well as your program’s reputation amongst external regulators. We are all in this together!

---
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Editor's note: Greg Endicott CPA/ABV, ASA (greg.endicott@sinaikohc.com) is the managing director of valuation services and Jeff Sinaiko (jeff@sinaikohc.com) is the president of Sinaiko Healthcare Consulting. For more information, please contact Mr. Endicott at 310/826-4935 or go to www.sinaikohc.com.

The need for valuations of physician services arrangements has increased dramatically in recent years as these types of deals have become more complex and more ubiquitous throughout the health care industry. Valuation in this context is becoming increasingly important for a variety of reasons. First and foremost, we are generally in an era of heightened compliance awareness and regulatory enforcement. Second, an increase in more complex business arrangements between hospitals and physicians create both a plethora of compliance requirements and more complex business decisions in which valuation indications are determinant. Many more physicians can no longer afford and are no longer willing to provide certain services to hospitals without compensation as they have done historically. Third, there is increasing concern about the perception of non-arm's-length transactions between health care organizations and physicians.

In this article, we will discuss various considerations related to the valuation of physician services agreements.

Overview

The role of valuation in health care is more complex than just simply to facilitate solely business decisions or compliance issues. One of the unique aspects of valuation in health care specifically is that the compliance and business issues are often interrelated—yet they also remain distinct. With respect to the compliance aspects related to physician services agreements, Medicare fraud and abuse, Anti-kickback, Stark, Private Benefit and Inurement all present regulatory issues which need to be addressed. Sarbanes-Oxley concepts, which are being increasingly applied to non-public companies, along with state laws, also present additional compliance hurdles. Add into this mix, a multitude of regulatory authorities including the Office of the Inspector General, the Centers for Medicare and Medicaid Services, the Internal Revenue Service and State Attorneys General and it becomes clear that even the compliance aspect alone is not straight forward.

It would be helpful if there were significant amounts of case law specifically addressing some of these valuation issues to assist in providing direction. Unfortunately, although there have been a few recent well known cases which address valuation issues such as Stahome Health, there is not much case precedent to provide additional guidance regarding these physician compensation valuation issues in a regulatory context. Guidance such as the Stark II Phase II Interim Final Rule is a step in the right direction with respect to clarification; however there still remains a significant amount of ambiguity. Even this clarifying guidance has recently come under attack by physician organizations. One aspect, which is consistent across the regulatory spectrum, is the concept of arms-length relationships and fair market value. It is this concept that must be supported and documented. In addition to the regulatory compliance issues, one almost always has underlying business issues with respect to the subject of valuation. For example, how much should you pay for physician services? These business issues need to be addressed in their own right, yet they also need to be addressed within the framework and boundaries of regulatory compliance. For example, a prospective physician services arrangement may make business sense, yet it may not meet the compliance tests. Alternatively, just because a prospective arrangement meets the compliance tests, doesn't mean it is a good business decision. It is in this context that health care executives and legal counsel need to evaluate these issues. There are a variety of agreements negotiated with physicians that necessitate "arms-length" transactions. Call coverage arrangements, management services agreements, medical director compensation, employment agreements and other types of services arrangements all reflect compensation paid for services provided by physicians.

Valuation methodologies

With respect to valuation methodologies, there are three general conceptual approaches considered when valuing
physician services agreements. These approaches are the Income approach, the Market approach, and the Cost approach. Although the application of each of these approaches and the specific methods used vary depending upon the nature and purpose of the valuation, the concepts remain the same.

The income approach is based upon the concept of economic returns from the provision of services. Theoretically, the income approach is the most sound of the three because, by definition, it is based upon the present value of the expected future cash flows. It is also frequently the most time consuming and difficult methodology to apply due to inadequate information and numerous assumptions often required to properly utilize the data provided by physician practices or hospitals, for example. Unfortunately, many compensation arrangements cannot be appropriately or completely valued on this basis.

One of the more common valuation approaches is the market approach, which looks at comparable compensation benchmarks to provide an indication of fair value. This approach is frequently used with respect to services provided by individual physicians. With respect to compensation for services, the application of the market approach is through benchmarking data which is primarily categorized by specialty and productivity.

The last conceptual approach is the cost approach. The cost approach is based upon the principle of substitution. In other words, how much would it cost to provide the services in-house or contract for the services from an independent third party? This approach is the most relevant for situations where limited market data exists and/or the income approach is not easily applied.

Compensation for services
Over the past several years, there has been a tremendous increase in awareness of the compliance implications of physician compensation/employment compensation, compensation for medical director services, coverage arrangements, and other such professional services. While there are certainly business implications for the fair market value analyses done in these situations, such analyses are the most purely compliance-driven uses of valuation in our industry. Even valuation professionals and lawyers will agree there are times when it can be a bit frustrating that such analyses are required at all. That said, heightened awareness of the issues can make the process more palatable and an integral part of the overall negotiation process, rather than an impediment at the final stages of the process once agreement has already been reached.

In general, analyses of direct physician compensation are primarily done by utilizing a market approach. They are based on the prevailing rates for similar services in the market. Therefore, benchmark data of one type or another is the key underlying documentation used to support fair market value conclusions. In some cases, call coverage, and management service agreements, for example, a cost approach is also employed in order to make sure the market approach conclusion is reasonable with respect to the cost of providing the services.

Physician services compensation. The issue providers face, both those paying and those receiving compensation for services, is that such compensation arrangements must be at fair market value and must not take into account the volume or value of any referrals that may exist among the parties. Typically, these analyses start with the collection and analysis of data related to similar arrangements in the market. Defining the services and the market, therefore, is mandatory. The extent to which such definitions can be agreed upon as early in the process as possible by the parties only enhances the process. Routine employment of primary care physicians or readily available specialties typically results in routine fair market value analyses. Any number of sources of such data exists for most specialties, published as well as proprietary, and if the compensation appears to be in the range of the compensation for such specialties, relative to the market and productivity, the analysis is usually fairly straightforward. When the compensation desired moves higher toward the 75th percentile or greater, or if little data exists because the specialty in question is rare, the analysis is more complicated and typically, methodologies including the “cost” or “income” approaches to valuation are employed. While there are no strict rules, it is generally accepted in the industry that employment compensation at the 75th percentile or above must be supported by an equivalent level of productivity, thereby justifying the compensation on the basis of the business economics as they would exist were the physician to be in private practice. If the physician is being hired to replace a previous physician in the position, that physician’s productivity

Continued on page 18
can be used in the analysis. If it is a new position or program and the desired compensation is high, business plans and proformas are essential. Typically three to five year projections are developed. The compensation is then evaluated in the context of the reasonable business economics of the overall arrangement and fair market value is determined based on the combination of approaches.

Based on experience, clients are best served by being aware of these issues and processes and incorporating them in their own recruitment/retention processes. If such advice is sought early in the process—before the parties reach agreement and establish expectations of a given compensation level—the information can be quite valuable. First, it helps avoid the unenviable possibility of appearing to go back on previous agreements should the agreed upon compensation prove to be outside the range of fair market value. Second, whether strictly market driven or driven by the economics of the position, such analyses can provide the employer the information required to make reasonable, rational compensation offers, thus preventing a problem that has plagued the physician employment industry—overpaying. One additional factor relates to the increased prevalence of productivity-based compensation arrangements. When structuring these types of arrangements, it is recommended that financial models of that potential compensation be built to ensure that physician incomes ultimately derived from the formula will continue to produce income in line with productivity standards and the market.

**Medical director compensation.** Until the Stark II Phase II Interim Final Rule came out earlier this year, there had been a debate as to whether there was a separate market and methodology for medical director services as compared to hourly compensation derived from physician clinical compensation rates. The recent rule eliminates some of the ambiguity by providing reasonably specific guidance with respect to safe harbors for hourly compensation arrangements with physicians. First, if the hourly rate is less than or equal to the average hourly rate for emergency room physician services, provided some additional conditions are present, then the arrangement shall be deemed at fair market value. Second, the fair market value of the hourly rate can be established by averaging the 50th percentile national compensation level within the same specialty. These compensation levels can be established by utilizing four out of six approved benchmarking surveys. Although this is a step forward in terms of establishing approved methodologies for determining fair market value, its reach is limited because it only applies to hourly physician compensation arrangements and only defines the safe harbor methodology.

**Call coverage compensation.** Call coverage compensation is somewhat more involved than straight physician compensation because the providers typically generate professional fees while providing the coverage services. Accordingly, the reasonable amount of compensation can vary in every different situation depending upon the overall volume of professional services provided while providing coverage, varying reimbursement and the "opportunity cost" involved in providing the services. As a result, you generally cannot rely exclusively on the benchmarks. You must also look at the potential revenues and costs involved in the physicians providing the services.

**Management services agreements.** When assessing a fair market rate for management services agreements both the market approach and cost approach can typically be utilized. The key issue when assessing management services agreements are the scope of services—items that can vary greatly and certainly impact the value of the services provided. Such compensation arrangements drive a significant need for valuation work because they exist in virtually every institution across the country and represent significant compliance risks. Recent IRS announcements that compensation of insiders and other highly paid individuals within not-for-profit organizations are under scrutiny only further emphasizes the need for prudence in these relationships. However, these analyses can provide additional value from a business perspective over and above the compliance aspect when properly utilized. As we have discussed in this article, valuation is becoming increasingly important in the health care industry for a variety of reasons.

Valuations are crucial protection for health care organizations to ensure compliance with regulatory requirements. Additionally, the valuation should be timely, supportable, understandable and consistent with the actual services and compensation agreement.
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Accomplishment and Change

We are five weeks away from the Compliance Institute and are excited to have 1200 people already registered for our annual meeting. For those of you who can’t make the annual business meeting at the Compliance Institute, I would like to share some recent changes and significant accomplishments. We look forward to reviewing and discussing more of the following information at our annual business meeting at 12:00 p.m. on Monday, April 18th, in New Orleans.

In the past three years, HCCA has experienced significant change and explosive growth. We now manage our own office. The web site, newsletter, and certification are amongst the most respected in the industry. Membership has grown 25% and attendance at the Compliance Institute increased 40% in 2004. Along with these changes, the HCCA Board has made administrative changes to ensure proper oversight and governance of the association. HCCA changed the start date of the Board members’ terms from January 1, to coincide with the Compliance Institute, approved an increase in the size of the HCCA Board from 15 to 18, and now appoints two of the six new Board positions each year.

By starting the Board terms at the annual meeting, we are now able to properly recognize the efforts of departing Board members and conduct the strategic planning meeting in January, as opposed to midsummer. We now invite incoming Board members to the strategic planning session for orientation, which helps facilitate their ability to hit the ground running when their term starts in April.

When HCCA began, the Board size was 20. Later the Board size was cut to 15. As we downsized, it became clear that this change put a significant burden on the remaining Board members. The HCCA Board is actively involved in each of our 38 meetings, newsletter, web site, certification and many other leadership projects. This, combined with the recent growth of the association, led the Board to increase its size from 15 to 18. Each year, six Board terms end and six begin.

Along with the increase in Board size, the election process was changed to elect four and appoint two members. Each year members select four Board members from a slate of nominees (typically eight). The Nomination Committee selects two who are reviewed and approved by the Board. This change has allowed the nominating committee to facilitate a voice for underrepresented groups, find those with unique or independent perspectives, and ensure compliance with current thought leadership on proper governance.

I have watched this organization grow from three to 3,700 members in nine short years. Peers and partners of this organization often comment with admiration on the governance and growth of this organization. We have not only dealt with the change but we are setting an example that others follow.

One could cite many reasons why HCCA has done well; however, it is clear that the membership, leadership, and strong governance play a key role. Generally speaking, entrepreneurial behavior, decisiveness, and a willingness to take chances helps explain the growth. More specifically, the success is a credit to the governing Board and members who have taken on leadership positions, speak at conferences, plan conferences, write articles, contribute to the web site, and coordinate projects such as certification and effectiveness. It is due to the involvement of great advisors and outside supporters who have contributed intellectually and financially to the success of HCCA. We have also been blessed with a very committed staff. With all of these changes and continued participation by the aforementioned individuals, we will continue to do well. We look forward to continued discussion about HCCA’s accomplishments and change at our business meeting and other venues.
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Implementing a core set of compliance policies and procedures

By Randall Brown

Editor's note: This is the sixth article in a series offered by The HCCA/AHIA Auditing & Monitoring Focus Group regarding seven components to expand on the roles of compliance and internal audit functions, provide detailed "how to steps", and discuss the essential coordination links between compliance, internal audit, legal, and management that are necessary for each component. The final article will address compliance education/awareness tools and techniques. The author's contact information may be found at the end of this article.

A focus group of Health Care Compliance Association (HCCA) and Association of Healthcare Internal Auditors (AHIA) members has been meeting the past nine months to explore opportunities to better define and explain auditing and monitoring, clarify the roles of compliance, and internal audit functions as they address issues within their health care organizations, and develop guidance and reference materials on key aspects of health care auditing and monitoring processes.

The Seven Component Framework developed by the HCCA/AHIA focus group for compliance auditing and monitoring is comprised of the following activities:

- Perform a risk assessment and determine the level of risk
- Understand laws and regulations
- Obtain and/or establish policies for specific issues and areas
- Educate on the policies and procedures and communicate awareness
- Monitor compliance with laws, regulations, and policies
- Audit the highest risk areas
- Re-educate staff on regulations and issues identified in the audit

This article provides guidance on implementing a core set of compliance policies and procedures.

The requirement to establish written policies and procedures is listed as the first element of the seven elements of an effective compliance program identified by the U.S. Department of Health and Human Services Office of Inspector General (OIG). This fact demonstrates the importance of health care organizations having written compliance policies and procedures to serve as a guide for establishing and maintaining an effective compliance program.

The policies and procedures developed by an organization should address its principal risks, clarify the purpose of the compliance program, establish internal standards for compliance with laws and regulations, aid in the communication of organizational values and expectations regarding employee behavior, and facilitate employees' understanding of the consequences of non-compliance, for both the organization and the individual.1

This article focuses on the following steps necessary to implement a core set of compliance policies and procedures:

1. Determining those policies and procedures most relevant to your organization
2. Identifying the various types of compliance policies and procedures
3. Establishing the role of the Compliance Officer related to the Implementation of compliance policies and procedures
4. Implementing a process for ongoing communication and updating of compliance policies and procedures

Determining those policies and procedures most relevant to your organization

In preparing to develop your organization's compliance policies and procedures, it is important to establish some ground rules to aid in consistent and effective communication of those policies and procedures.

We suggest:

- First, establish a standard format in which all policies and procedures will be written. Having a standard will provide consistency in how the policies and procedures look and allow employees to readily recognize them as relevant to compliance.
- Second, it is important to establish a controlled revision process for all policies and procedures, including maintaining a history of changes made over time. A crucial part of this revision process is to ensure the policies and procedures are reviewed and approved by all relevant parties before being communicated to the entire organization.
- Third, ensure the policies and procedures are readily available to employees, management, and the Board for quick reference/clarification. Having these policies and procedures in a location and format that

---

1. This article focuses on the following steps necessary to implement a core set of compliance policies and procedures:
is easy for employees to find and read increases the likelihood that they will have an adequate understanding of them.

An organization should develop policies and procedures which are designed to address its principal business risks. This is facilitated by the organization periodically assessing its risks to identify and prioritize its greatest risk areas. Tips on how to conduct a compliance risk assessment can be found in the article titled "Performing a Compliance Risk Assessment" published in the November 2004 issue of Compliance Today. The risk assessment should take into consideration issues identified in the OIG Work Plan, recent enforcement actions by the OIG, and other government agencies, as well as any significant internal control weaknesses which have been previously identified within the organization. 2

In developing its core set of compliance policies and procedures, an organization should include policies and procedures that describe the purpose, function, and authority of its compliance program.

Figure 1

<table>
<thead>
<tr>
<th>Category (CP)</th>
<th>Policy &amp; Procedure Description</th>
<th>Category (CR)</th>
<th>Policy &amp; Procedure Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>CP</td>
<td>Code of Conduct</td>
<td>CR</td>
<td>HIPAA Privacy Program</td>
</tr>
<tr>
<td>CP</td>
<td>Compliance Education/Training</td>
<td>CR</td>
<td>HIPAA Security Program</td>
</tr>
<tr>
<td>CP</td>
<td>Conflict of Interest</td>
<td>CR</td>
<td>Inpatient Transfers Between Related Facilities</td>
</tr>
<tr>
<td>CP</td>
<td>Corporate Compliance Program</td>
<td>CR</td>
<td>Licensure and Certification</td>
</tr>
<tr>
<td>CP</td>
<td>Compliance / Ethics Hotline</td>
<td>CR</td>
<td>Medical Necessity and Advance Beneficiary Notice (ABN)</td>
</tr>
<tr>
<td>CP</td>
<td>Government Investigations</td>
<td>CR</td>
<td>Patient Rights</td>
</tr>
<tr>
<td>CP</td>
<td>Internal Investigations</td>
<td>CR</td>
<td>Physician Financial Arrangements</td>
</tr>
<tr>
<td>CR</td>
<td>Accepting/Offering Gifts</td>
<td>CR</td>
<td>Physician Recruiting</td>
</tr>
<tr>
<td>CR</td>
<td>Charity Care</td>
<td>CR</td>
<td>Records Management</td>
</tr>
<tr>
<td>CR</td>
<td>Coding of Evaluation and Monitoring Changes</td>
<td>CR</td>
<td>Research Study/Grant Compliance</td>
</tr>
<tr>
<td>CR</td>
<td>Coding of Medical Records</td>
<td>CR</td>
<td>Resident Medical Education</td>
</tr>
<tr>
<td>CR</td>
<td>Corrective Action &amp; Patient Billing and Human Resources</td>
<td>CR</td>
<td>Responding to Subpoenas / Search Warrants</td>
</tr>
<tr>
<td>CR</td>
<td>Discounting of Services</td>
<td>CR</td>
<td>Sanction Screening of Excluded Parties</td>
</tr>
<tr>
<td>CR</td>
<td>Employee Use of Electronic Communications</td>
<td>CR</td>
<td>Self-Reporting of Violations of Laws/Regulations</td>
</tr>
<tr>
<td>CR</td>
<td>EMTALA</td>
<td>CR</td>
<td>Vendor Relations</td>
</tr>
</tbody>
</table>

Start by reviewing the objectives, rights, and authorities that have been outlined in your organization's compliance charter and the job description of your Corporate Compliance Officer.

Additionally, review the established Code of Conduct and those processes in place to promptly identify and remedy instances of non-compliance to ensure that the organization's policies and procedures address the seven elements of an effective compliance program as defined by the OIG.

**Identifying various types of compliance policies and procedures**

Establishing an effective compliance program does not require the development of hundreds or even dozens of policies and procedures. Most compliance programs include policies and procedures that fall into the following categories:

- Policies relating to the operation of the compliance program (CP) - These policies are typically focused on "operationalizing" the compliance program. Policies may include information regarding the compliance program itself, the reporting mechanisms that have been established, expectations regarding employee conduct related to various compliance issues, and corrective/disciplinary actions for violations of the code of conduct.

- Policies addressing the organization's significant compliance-related risks (CR) - Health care organizations face compliance risks related to numerous and complex regulations. The policies to address these risks may vary based on the type or specialty of an organization.

**Figure 1** is a representative list of the types of policies and procedures that most health care organizations should consider including as part of its core set of compliance policies and procedures.

**Establishing the role of the compliance officer related to the implementation of compliance policies and procedures**

The Compliance Officer serves as the focal point for compliance activities and is responsible for oversight of the development, implementation, and daily operation of the compliance program and any related policies and procedures. The Compliance Officer is also responsible for identifying those compliance policies and procedures which are required for the organization.

The Compliance Officer works in conjunction with organizational management and its Board to ensure the compliance policies and procedures currently in place or under development:

are in agreement with existing processes

*Continued on page 24*
Implementing compliance policies and procedures ...continued from page 21

- satisfy all legal and regulatory requirements
- reflect the focus of the organization's compliance program
- can be reasonably implemented and followed
- are periodically reviewed to identify those in need of updating

Additionally, the Compliance Officer should monitor corrective actions and disciplinary measures taken to ensure that they are effectively and consistently applied. It is essential that appropriate action is taken and documented when there are instances of non-compliance with policies and procedures.

Implementing a process for ongoing communication and updating of compliance policies and procedures

The specific policies and procedures necessary to establish and maintain an effective compliance program vary widely from one organization to the next. Yet, all programs should include the same basic principles of commitment of organizational management at the highest levels, an established collection of processes designed to provide adequate internal controls, and regularly conducting a self-assessment of the organization's existing program. A byproduct of doing so is that these organizations are often better able to prevent, detect, and correct problems.

Organizations which have a culture that promotes and embraces compliance are more likely to have effective compliance programs.

A vital step in successfully implementing a core set of compliance policies and procedures is to effectively communicate them to all employees and other relevant parties. Effective communication and awareness activities include publishing and distributing the policies and procedures as well as providing adequate education and training to facilitate an effective understanding.

An important aspect of implementing a core set of compliance policies and procedures in an organization is to establish a protocol for periodically reviewing and updating them to ensure they are accurate and relevant in light of any changes in laws, regulations, or internal processes. This may be accomplished by conducting a self-review of the established compliance policies and procedures within an organization at least every three years and comparing them to the OIG’s seven elements of an effective compliance program. Some organizations may gain additional benefits by having an external party assess the entire compliance program, including a review of any established policies and procedures.
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The 7th Annual Survey – 2005 Profile of Health Care Compliance Officers

data is still being tabulated, however, the complete survey results will be distributed in New Orleans to those attending the 2005 Compliance Institute, April 17-20, 2005, Sheraton New Orleans and mailed to all members. The preliminary results indicate that the mean salaries for Chief Compliance Officer and the Compliance Officers are on the rise. It appears that the mean salary for Compliance Officers, those responsible for daily operation of the compliance program, is reported to be $95,174; the mean salary for Chief Compliance Officers, those responsible for general oversight of the compliance program, is reported to be $152,852. Last year, the 6th Annual Survey reported the mean salary for the Compliance Officers to be $90,335 and $127,872 for the Chief Compliance Officer.

Compliance Officers’ Goals have shifted from compliance program development and implementation to monitoring and auditing the compliance program. In 1999 Compliance Program Development/Implementation was the top goal; in 2001 it was HIPAA Privacy Regulation; from 2003 to 2005 it has been Monitoring/Auditing.

visit HCCA’s Website –
http://www.hcca-info.org
The topic of auditing elicits many reactions among CIOs and IT Directors for health care organizations faced with meeting the Health Insurance Portability and Accountability Act’s (HIPAA) security compliance mandates. Most often though the issue is not whether auditing should be required, but that the rule does little to provide guidance on what constitutes a reasonable and appropriate approach to implementation of this provision. Add to this the potential costs of auditing and the number of systems and applications that don't provide basic audit functionality and this becomes an even more daunting task for organizations serious about compliance. The ambiguity from this lack of definition has made it difficult for organizations to know how much auditing is enough or where to begin.

The HIPAA security final rule provides that auditing is a required activity for covered entities, but does not specify either the "how to" or "how much" is sufficient. This leaves organization to presume that auditing, like the rule itself, is a risk-based activity. The rule specifies that entities must "implement hardware, software, and/or procedural mechanisms that record and examine activity in information systems that contain or use electronic protected health information." While the final HIPAA security rule may not provide an exact set of definitions for its auditing requirements, it does provide enough guidance to determine its intent. An examination of each auditing standard against the rest of the rule's requirements can provide a useful road map for structuring an audit strategy. It also helps to adopt an industry-accepted definition of auditing. Auditing is generally defined as having the ability to identify who has accessed or performed some function on what data (in this case electronic protected health information) and when they did it. This article proposes a process for getting started using what the rule does provide and the results of your risk analysis, along with some suggested steps to structure an audit approach.

The rule

The rule specifically discusses auditing in four sections. The Security Management Process Standard requires the periodic review of an entity's internal security controls. This is part of its information system activity review implementation specification. The intent of this specification is for organizations to collect and review such items as system logs, access logs, and other information like incident reports for systems containing protected health information. Under the Security Awareness and Training Standard, organizations are required to monitor login attempts to systems with electronic protected health information. The Evaluation Standard requires both technical and non-technical testing to measure effectiveness of its security controls. Lastly, the Technical Safeguards section of the rule has a specific Audit Standard that requires organizations to record and examine system activity on systems containing or using electronic protected health information. It is clear that the intent is to implement processes, either manual or automated, that provide a means of recording and reviewing both system and user activity for systems containing electronic protected health information. The final rule's high-level and technology-neutral approach makes sense when considering the rapidly changing world of technology and the diversity in health care organizations due to size, type, and level of risk.

Incorporating risk analysis

The rule encourages organizations to take a risk-based approach to determining its implementation strategy for security. It recognizes that there are multiple ways of implement auditing. Performing an accurate and thorough risk analysis upfront makes it possible to decide the best strategy. A risk analysis is designed to take a balanced look at the systems environment. It enables the identification of risks, allows for prioritization of information assets, as well as supports the development of an implementation strategy. Done correctly, this process will provide the information necessary to support development of a proper audit scheme. Those performing the risk analysis process will collect and document information concerning current audit capabilities and gaps; audit risks will also be collected and documented. The initial step of the risk analysis process requires that organizations identify all information systems and applications while defining the information.
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technology environment.

This inventory of information assets is then analyzed to determine key risk factors associated with compliance and security such as:

- Does the system/application contain protected health information?
- Does the system/application allow role-based access?
- Does the system/application audit system and user activity?
- Does the system provide alarms?
- Can the system/application be recovered prior to negative impacts?

Answers to these questions permits an organization to perform the criticality analysis necessary to prioritize its systems and applications. It also provides an understanding of which systems/applications currently have audit capabilities and which don't, as well as what level of audit is possible. This process enables organizations to base audit criteria of systems/applications on those most at risk and provides a starting point for considering audit requirements. A properly accomplished risk analysis, allows organizations to determine by system and risk:

- Audit priorities
- Method of audit required
- Audit frequency
- Who should audit

Once the risk analysis is completed and this information is available an organization can then follow a simple process to develop its implementation strategy for auditing.

**Five step approach**

**Step 1.** Deciding audit priorities begins with determining “what to audit”. Minimally, we know this includes system and user activity, as well as integrity and security controls of all systems containing protected health information. Basically, audit schemes need to address the review of specific events that permit the real-time assessment of how well security controls are providing for the integrity, availability, and confidentiality of electronic protected health information. Generally, auditing is performed at the network, application, database, and user level and focuses on definable events such as changes, deletions, adds, access attempts, missing patches, unsafe practices, or other discernable actions. Utilizing results of the risk analysis, the list of systems, controls, and events to be audited should be prioritized.

**Step 2.** Once you know what you want to audit, organizations should first review current audit capabilities and then determine the most appropriate approach. This can include both automated and manual processes. In many environments, complexity of the enterprise and the sheer volume of information or events to be audited will necessitate consideration of automation. At the network level, there are numerous system analyzers, traffic and content monitors, and vulnerability scanners to audit system integrity, security controls, and user activity that may be employed to facilitate the audit process.

However, just as in security generally, robust auditing is best approached in a layered fashion. While network monitoring and vulnerability assessments are critical components to a successful audit program, these approaches don't address all required areas. Network monitoring traditionally functions at the low to middle levels of abstraction—ports are blocked or sniffed, and packet flows are analyzed for patterns that signify a deviation from safe operation. Vulnerability assessments typically look for deviations from prescribed rules in configuration and policy. Vulnerability assessments are assertions about the state of the system at specific points in time. The real problem for most has existed with auditing at the file level.

Fortunately, there are some new technologies developing specifically for health care as a result of HIPAA to audit protected health information at rest in both structured and unstructured file environments and to address these other areas. Mapping and auditing protected health information in unstructured environments, such as Microsoft Office Documents (Word, Excel and PowerPoint), a problem area frustrating many organizations, is now possible, as is the monitoring of activity between applications and their associated databases, helping solve the inability to monitor viewing information for those systems that currently only track the standard adds, deletions, and changes. Together these technologies respond to the two most commonly voiced concerns by many health care CIOs with respect to auditing. Many have expressed frustration that they can't always audit the actions of users on data in databases, using application capabilities alone.

Another frustration I've heard expressed is that they don't know how much electronic protected health information is resident in user-generated documents, but they know it exists out there in the unstructured file environment.

**How these technologies work.** Within
the enterprise there are typically a number of repositories of unstructured data; public file system shares, departmental shares, public folders within the email servers, intranets, and others. Much of the information that flows into the public repositories originates as a byproduct of the daily activities of the medical facility’s business. As a result, sensitive patient information tends to migrate from secure applications to unstructured forms, such as Microsoft Office Documents (Word, Excel, and PowerPoint), instant messenger logs, and other document formats. These sensitive documents residing in public shares can include benefits claim information, treatment histories, workers’ comp claim data, and other sensitive electronic Protected Health Information.

Using content-based file classification engines these technologies are now capable of methodically scanning common storage systems, and identifying all files that contain electronic Protected Health Information. Their classification engines support hundreds of different file types, and are supported by customizable medical, financial and appropriate use lexicons that identify electronic Protected Health Information, financial and illegal or inappropriate content files based on identity, drug names, medical terms, financial data, inappropriate language and file type. Combining advanced linguistic analysis and scanning of patterns among words and phrases with medical and pharmaceutical lexicons allows for a thorough and exhaustive search for electronic Protected Health Information in millions of files. This unique combination of technologies allows the system to identify electronic Protected Health Information-relevant content the first time it is encountered. The information describing the files and associated content is collected in Metadata Repositories; databases that represent a virtual map of the targeted file system.

Also, within every environment there are usually multiple structured repositories of data or databases, some of which are not capable of auditing all actions of users or database administrators. Just as new technologies have been developed to address the needs for auditing data in unstructured files there are new systems focused on monitoring the flow of information within the system.

The ability to sniff network traffic and reconstruct the conversations that applications have with their database servers permits the tracking and recording of actions previously not possible. Application/database interactions are archived and stored at a selectable granularity for a defined period of time supporting analysis. Data collected is then maintained separately from either the application or database systems, allowing greater security control for the organization. Generally, these systems sit on the network between the application and their databases, requiring no software to be loaded on either the application or the database system, mitigating performance impacts and adding to their transparency.

Transparency is an important success factor in security auditing. Depending on the physical network layout this sniffing is generally undetectable. Health care compliance officers can finally ask and answer questions such as:

- Have any DBA-level operations been performed from systems located in the purchasing or accounting departments?
- Over the past six months, what users have read or may have read database entries containing information about patient X?
- After a fault in the perimeter security system, we’ve determined that the fault has existed for 40-hours and was contained to systems in a particular subnet. What database operations were performed by systems in that subnet over that period?

Step 3. Determining how often to audit comes next. Audit frequency will vary based on what is being audited, the extent of the audit, the purpose of the audit, the risk involved, and the audit method used. Understandably, automated audit processes can and will be accomplished with greater frequency. Manual processes may be prioritized based on risk to compliance and may employ sampling techniques and/or be incident driven. If manual audit procedures are required or selected, consider carefully the events and frequency necessary to provide sufficient information to determine compliance.

Step 4. Determining who should audit. First, it is always a good idea to ensure a proper segregation of duties; meaning that someone other than the person directly involved in an action should audit that action. In smaller organizations, this may not always be possible or practical. Second, individuals assigned the audit duties must understand what they are auditing. This means having an appreciable understanding of what is normal or expected in order to be able to determine variances. Third, ensure
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**By Lance S. Loria**

The U.S. Department of Health and Human Services Office of Inspector General's (OIG) Supplemental Compliance Program Guidance (CPG) for Hospitals was published in the January 31, 2005 Federal Register. The CPG reflects recent changes to hospital payment systems and changing industry practices. The original 1998 CPG focused on compliance program design while the supplemental CPG serves as a benchmark for comparison and as a roadmap for enhancing the effectiveness of existing compliance plans.

The OIG states that an effective compliance program demonstrates a hospital's good faith effort to comply with applicable statutes, regulations and other federal health care program requirements, and may significantly reduce the risk of unlawful conduct and corresponding sanctions.

The supplemental CPG is not intended to be one-size-fits-all guidance. The OIG strongly encourages that compliance risk areas unique to each provider be the focus of compliance efforts. What is appropriate for small hospitals may not be effective in large, multi-facility providers. The CPG presents nine fraud and abuse risk areas considered by the OIG as particularly relevant to hospitals. Therefore, every hospital should evaluate whether each risk area applies and whether it should be included.

### Billing

Submission of accurate claims and payment requests may represent the greatest compliance risk area. Claims and payment requests, as well as supporting documentation, must be complete and accurate to avoid exposure under the False Claims Act. Documentation which reflects a hospital's efforts to comply with Medicare requirements should be maintained.

The supplemental CPG focuses on evolving risks identified by the OIG including:

1. **Outpatient procedure coding.**
   - Under the Outpatient Prospective Payment System (OPPS) hospitals are reimbursed a predetermined amount for each procedure code regardless of the cost. Accordingly, procedure coding and supporting clinical documentation is required to support the level of service and medical necessity. In addition to coding risks, the OIG identified the following risk areas:
     - (a) Billing "inpatient-only" procedures
     - (b) Failing to follow FT's [fiscal intermediaries] local medical review policies
     - (c) Submitting duplicate claims
     - (d) Coding claims without current National Correct Coding Initiative (NCCI) edits
     - (e) Using outdated Charge Description Masters
     - (f) By-passing the multiple procedure discounting rules
     - (g) Ensuring use of proper Evaluation and Management (E/M) codes
     - (h) Requesting separate APC payment for observation services not meeting requirements

2. **Admissions and discharges.** The method and amount of reimbursement for inpatient services may be affected by a patient's status at the time of admission or discharge. Accordingly, admission and discharge policies should be consistent with current CMS [Centers for Medicare and Medicaid Services] rules. The OIG identified the following risk areas in the admission and discharge process:
     - (a) Complying with the "same-day rule" for all services provided
     - (b) Abusing partial hospitalization payments
     - (c) Reviewing clinical decisions and coding of same-day discharges and readmissions
     - (d) Failing to comply with the post-acute care transfer policy
     - (e) Transferring patients between host and co-located long-term care hospitals

3. **Supplemental payment considerations.** Hospitals may be eligible for certain payments in addition to normal reimbursement depending on eligibility. The OIG identified examples of specific risk areas which should be addressed by hospitals:
     - (a) Reporting "pass-through" items for new technology and certain drugs
     - (b) Abusing DRG [diagnosis related group] outlier payments
     - (c) Designating provider-based-providers
     - (d) Claiming services under clinical trials
     - (e) Reporting organ acquisition costs
     - (f) Claiming cardiac rehabilitation services
     - (g) Calculating the number of full-time
equivalent (FTE) residents

4. Use of information technology. The OPPS’ reliance on proper coding has increased the need for expanded computerization of hospital billing. Hospitals should ensure the accuracy of new computer systems and software used for coding, billing or information related to claims.

Physician referrals

The OIG has explained in detail its concerns regarding physician referrals, remuneration, and other transactions. The CPG highlights provisions of the Stark Law and Anti-Kickback Statute which represent risk areas for hospitals.

1. Physician Self-Referral Law.

Commonly referred to as “Stark,” this law should be viewed as a threshold statute and hospitals must diligently review all financial relationships with referring physicians.

The OIG offers the following three-part inquiry for evaluating compliance with Stark:

- Is there a referral from a physician for a designated health service (DHS)? If not, there is no Stark law issue. If yes, go to the next inquiry.
- Does the physician (or an immediate family member) have a financial relationship with the entity furnishing the DHS? Again, if the answer is no, there is no Stark law issue. If the answer is yes, go to the next inquiry.
- Does the financial relationship fit in an exception? If not, the Stark law has been violated.

A Financial relationship can be almost any kind of direct or indirect ownership or investment relationship, or direct or indirect compensation arrangement, whether in cash or in-kind, between a referring physician or immediate family member, and a hospital.

For an exception, an arrangement must comply with all of the conditions set forth in the exception. Unlike the anti-kickback safe harbors which are voluntary, fitting in an exception is required by Stark. Even if a transaction qualifies for a Stark law exception, it must also be evaluated under the anti-kickback statute as discussed below.

2. Federal Anti-Kickback Statute. The statute affects business arrangements related directly or indirectly to items or services reimbursable by any federal health care program. It provides a criminal prohibition against payments (in any form, whether the payments are direct or indirect) made to induce or compensate the referral or generation of Federal health care program business.

Compliance with the anti-kickback statute is a condition of payment under Medicare and other Federal health care programs and accordingly, liability may arise under the False Claims Act where the anti-kickback statute violation results in the submission of a claim for payment.

Importantly, liability under the anti-kickback statute relies on intent of the parties. For purposes of analyzing transactions under the anti-kickback statute, the OIG offers the following two inquiries:

- Does the hospital have any remunerative relationship between itself (or its affiliates or representatives) and persons or entities in a position to generate Federal health care program business for the hospital (or its affiliates) directly or indirectly?
- With respect to any remunerative relationship so identified, could one purpose of the remuneration be to induce or reward the referral or recommendation of business payable in whole or in part by a Federal health care program?

It should be noted that neither a legitimate business purpose for the arrangement, nor a fair market value payment, will legitimize a payment if there is also an illegal purpose. Likewise, a violation of the statute due to one element of an arrangement will cause the entire remuneration to be a violation.

Some considerations for hospitals to evaluate arrangements include:

- Does the arrangement or practice have a potential to interfere with clinical decisions?
- Does the arrangement or practice have a potential to increase costs to Federal programs, beneficiaries, or enrollees?
- Does the arrangement or practice have a potential to increase the risk of over-utilization or inappropriate utilization?
- Does the arrangement or practice raise patient safety or quality of care concerns?

The anti-kickback statute and regulations set forth “safe harbors” for common business arrangements. Those safe harbors most applicable to hospitals include:

- Investment interests (42 CFR 1001.952(a)),
- Space rental (42 CFR 1001.952(b)),
- Equipment rental (42 CFR 1001.952(c)),
- Personal services and management contracts (42 CFR 1001.952(d)),

Continued on page 30
(e) Sale of physician practice (42 CFR 1001.952(e)),
(f) Referral services (42 CFR 1001.952(f)),
(g) Discounts (42 CFR 1001.952(h)),
(h) Employee (42 CFR 1001.952(i)),
(i) Group purchasing organizations (42 CFR 1001.952(j)),
(j) Waiver of coinsurance and deductible amounts (42 CFR 1001.952(k)),
(k) Physician recruitment (42 CFR 1001.952(n)),
(l) Obstetrical malpractice insurance subsidies (42 CFR 1001.952(o)),
(m) Cooperative hospital service organizations (42 CFR 1001.952(q)),
(n) Ambulatory surgical centers (42 CFR 1001.952(r)),
(o) Ambulance re-stocking (42 CFR 1001.952(v)),
(p) Managed care and risk-sharing arrangements (42 CFR 1001.952(m), (t), and (u)).

Strict compliance with all elements of the safe harbor is required. Safe harbor compliance is voluntary and failure to comply with a safe harbor does not mean an arrangement is illegal per se. Those arrangements which do not comply with a safe harbor should be assessed based on the individual facts and merits.

The OIG has identified the following seven activities which must be properly structured to minimize risk of non-compliance:

**Joint ventures**—The OIG is concerned that remuneration from a joint venture might be a disguised payment for past or future referrals. Therefore, the economic benefit (e.g., dividends, profit distributions, etc.) received by investors must be evaluated by hospitals.

**Compensation arrangements with physicians**—Numerous business arrangements give rise to compensation to physicians from hospitals, including: medical director agreements, personal or management services, space or equipment rentals, and billing or other administrative support services. The remuneration must be at fair market value for actual and necessary items furnished or services rendered based upon an arm’s-length transaction and the past or future referrals or other business must not be considered.

**Relationships with other entities**—When furnishing inpatient or outpatient services, hospitals may refer patients to or order items or services from: home health, skilled nursing, DME suppliers, laboratories, pharmaceutical companies, and other hospitals.

**Physician recruitment arrangements**—Incentives provided to physicians to establish a practice can implicate the anti-kickback statute. Some safe harbor protection is available for arrangements offered to primary care physicians in health professional shortage areas (HPSAs). The entire area of recruitment arrangements poses significant risk and hospitals should examine the following factors:
- The size and value of the recruitment benefit
- The duration of payout of the recruitment benefit
- The practice of the existing physician
- The need for the recruitment

**Discounts**—Discounts must be a reduction in price at the time of sale, be properly disclosed, and accurately reflected on hospital cost reports.

**Medical staff credentialing**—Basing credentialing on the volume of referrals, beyond volumes necessary to ensure clinical proficiency, may implicate the anti-kickback statute. The OIG is continuing to study this area and has solicited comments and may issue further guidance at a later date.

**Malpractice insurance subsidies**—Although a hospital’s subsidy of malpractice insurance premiums for potential referral sources may be suspect under the anti-kickback statute, the OIG has established a safe harbor for subsidies provided to obstetrical care practitioners in HPSAs.

**Gainsharing arrangements**
The Civil Money Penalty (CMP) section of the Act prohibits a hospital from knowingly making a payment directly or indirectly to a physician as an inducement to reduce or limit items of services furnished to Medicare or Medicaid beneficiaries. The payment will violate the act if it influences the physician to reduce care even if not tied to reductions in individual patient care or services. Cost-savings payments under Gainsharing arrangements may violate the statute if used to influence referrals. Likewise, if the intent is to foster physician loyalty and attract more referrals, the arrangement may be illegal. Finally, Gainsharing arrangements may also implicate the Stark law.

**Emergency Medical Treatment and Labor (EMTALA)**
Hospitals should review obligations under EMTALA to evaluate and treat individuals that present at emergency departments and, in some cases, other facilities. If a hospital’s ED is on diversion status, the hospital is still required...
to provide emergency medical screening and stabilizing treatment, if needed.

**Substandard care**
If a hospital provides unnecessary or substandard care, the OIG has authority to exclude the hospital from program participation. Neither knowledge nor intent is required under the exclusion provision and can be triggered by care to any patient, even if not a Medicare or Medicaid beneficiary.

**Relationships with beneficiaries**
A hospital that offers or transfers remuneration to a Medicare or Medicaid beneficiary to influence services will be in violation of the Act and subject to CMPs. Offers of gifts to beneficiaries, that the hospital knows or should know is likely to influence the selection of a provider, practitioner, or supplier for Medicare or Medicaid payable services is prohibited. Other risk areas include: cost-sharing waivers and free transportation.

**HIPAA Privacy and Security**
All electronic transactions for which standards have been adopted were required to comply with HIPAA effective April 14, 2003. The security rule is effective April 20, 2005.

**Claims substantially in excess of usual charges**
Any claim based on costs or charges that is "substantially in excess" of its usual charges or cost exposes the hospital to the permissive exclusion provisions. The OIG’s policy regarding the application of this issue is described in the CPG. Section III of the CPG describes the OIG’s views regarding important elements of Compliance Program Effectiveness. The commitment of the hospital’s governance and management at the highest levels; structures and processes that create effective internal controls; and regular self-assessment and enhancement of the existing compliance program are elements of an effective compliance program. The OIG also sets forth the following elements:
- Code of conduct
- Periodic compliance program effectiveness assessment
- Designating a compliance officer and compliance committee
- Implementing policies and procedures
- Open lines of communication
- Training and education
- Internal monitoring and auditing
- Response to detected deficiencies
- Enforcement of disciplinary standards

Section IV sets forth the OIG’s views regarding Self-Reporting of discovered evidence of misconduct and a violation of the criminal, civil, or administrative law. For some violations the OIG believes a provider should immediately report misconduct, whereas other violations should be reported within a reasonable period, but not more than 60 days.

**Conclusion**
The Supplemental Compliance Program Guidance reveals much about the OIG’s view of hospital compliance risk areas and elements of an effective compliance program. All hospitals should become familiar with the CPG and use it as a resource to improve the effectiveness of compliance programs towards the goal of reduced errors, fraud, and abuse and increased compliance with federal health care program requirements.

that they have the right tools and training to accomplish the tasks assigned.

**Step 5.** The fifth and final step is to properly store and protect audit reports and information. Network monitoring might involve establishing a separate syslog server where system logs are automatically saved and protected from unauthorized access. System logs may also be downloaded to some media and encrypted to avoid tampering or disclosure. Most automated tools have functionality for the segregation of log or audit information and its protection. Audit information related to security incidents should be protected and retained according to HIPAA’s documentation retention rules.

**Conclusion**
The purpose of HIPAA is to promote the appropriate protection of critical information assets and electronic protected health information. Auditing is required to properly monitor the sufficiency of security controls and to proactively monitor for reasonably anticipated threats to those systems and data. Auditing, like any other security feature, should demonstrate a balance between risk and business imperatives and take into consideration the unique environmental factors associated with each organization. Both manual and automated processes should be considered. Where possible, native audit functionality should be optimized before employing other measures. The implementation strategy selected should provide the most efficient and cost effective means of accomplishing the audit function. The rule itself provides a roadmap to determining what needs to be audited, but each organization will need to determine how much is appropriate based on criticality and risk.
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- Michelle C. Byrd, RN, MSN, Cincinnati Childrens Hosp Med Ctr
- Julie A. Cowher, MA, RHIA
- Sue Dill, RN, MSN, JD, Memorial Hospital of Union County
- Cathy Falter, Abbott Laboratories
- Mary Jo Frank, PhD, Woodland Centers, Inc
- Jim Gaton, Kettering Medical Cntr
- Kathy A. Janoski, Attache, Inc
- Barry A. Lazarus, Manor Care, Inc
- Denise Mitchell, BSN, RN, Barberton Citizens Hosp
- Judy Morgan, Jefferson Behavioral Hlth Sys

**Oklahoma**
- Mike Ackley, Midwest Regional Med Ctr
- Kim Baker, Jane Phillips Medical Ctr
- Sandra Nettleton, Pinnacle Healthcare Group
- Laura Nickell, RHIA, Chickasaw Nation Health Systems
- Susan Schlesinger, Southwestern Reg Med Ctr
- Michelle Smith, DIANON, A LabCorp Company
- Keith Stephens, MHA, Mercy Health System Oklahoma

**Oregon**
- Rita Aikins, Providence Health System
- Marcia Dancey, Legacy Health Systems
- Judi Hofman, St Charles Medical Ctr
- Brandon Horvath, RN, BSN, Samaritan Health Services
- Betsy Kahnoski, Cascade Hlthcare Community
- Patricia D. Kauffman, Pacific Retirement Svcs, Inc
- Marylee Morris, RN, Legacy Health System
- Jay Richards, MD, Oregon Anesthesiology Grp, PC
- Jennifer N Wright, Pacific Retirement Svcs, Inc

**Melissa Pence-Lavy**, Abbott Laboratories

**Heather Pesarich**, RHIT, Grace Hospital

**Robert Smith**, RN, Summa Health System

**Margaret Wanzo**, RHIT, Consumer Advocacy Model
Pennsylvania

- Colleen Albright, Sunbury Community Hospital
- Anthony Angelo, HHCA
- Dan Barr, Roxborough Mem Hospital
- Laura J. Baumgardner, CPC, CPC-H, Healthcare Mgmt Solutions
- Donna Becker, DaVita
- Michael Czerpak, Tenet Healthcare Corp - PA Office
- Gilbert Davis, Tenet Philadelphia Office
- Jules Enatsky, RT, BSN, Parente Randolph LLC
- John Fenner, BS, MHA, CPA, Fenner Consulting
- Debbie Fiore, Parente Randolph, LLC
- Amanda Gunn, Diversified Search Companies
- David Hamilton, DaVita
- Terri Scalise Hamm, Lutheran Affiliated Svcs
- Elvin B. Howland, MBA, Community Medical Cntr
- Emmanuel Ihejiirika, Davita
- Jonathan S. Ketcham, Mercy Hosp of Philadelphia
- Ava Louise Koch, Guardian Elder Care
- Susan Kopfle, Good Shepherd Rehab Hosp
- Theresa Kullman, Univ of PA Health System
- Cathy Land, Baptist Homes
- Mary McCann, Pennsylvania Hospital
- Donald Narus, Ohio Valley General Hosp
- Kristin D. Ortlieb, Alliance Hlthcare Information Inc
- Patricia Pawling, Mobile X USA
- Diane Pringle, Windber Medical Ctr
- Michael Schoeck, Centocor
- Michael J. Sirott, Esq., Pittsburgh Mercy Health System
- Linda Thomas, Drexel Univ College Of Medicine

- Linda C. Tice, Esq., Genesis Healthcare Corp
- Ken Weiner, Graduate Hospital
- Nicol Zeigler, DaVita

Puerto Rico

- Angel Garcia, Hospicio La Paz, Inc
- Jose A. Ortiz, Hospicio La Paz, Inc
- Vilma I. Pena, MHSA, UPR- School of Medicine
- Johan J. Serrano, Triple-C, Inc

Rhode Island

- Jane Antonio, Blue Cross Blue Shield of RI
- George Michael Curtis, MBA, CFE, Roger Williams Medical Center
- Anthony S. Orlando, NRI Community Svcs Inc
- Dorothy A. Yeamen, South Shore Mental Health Cntr

South Carolina

- Kenneth M. Cleveland, Low Country Medical Group, LLC
- Brenda Healy, Carolina Care Plan
- Suzanne Miskin, JD, Greenville Hosp System
- John Outlaw, Pathology Service Associates
- Janet A. Shumate, Sumter Pediatrics, PA
- Cynthia Teeter, East Cooper Regional Med Cntr
- Diane Wadas, Hilton Head Regional Med Cntr
- Brad Willbanks, McLeod Health

South Dakota

- Candice Crownover, RN, St Michael's Hospital
- Barbara A. Teal, VA Medical Center

Tennessee

- L Scott Bardowell, JD, Life Care Cntrs of America, Inc
- John H. Bell, II, MBA, MPA, St Jude Children's Research Hosp
- Rebecca Berthiaume, BA, MA, Concentra, Inc
- Bonnie-Lou Binnig, Vanguard Healthcare Services
- Sherry Brewer, University of TN
- Andrea L. Britt, Dolphin Medical, Inc
- Stanley Carr, Province Healthcare
- Paige Carter, CIA, CFE, Mountain States Health Alliance
- Cindy Courter, Stern Cardiovascular Center
- Debbie Eddlestone, The Stern Cardiovascular Ctr
- Kenny Enasley, HCA
- Robert Frank, Saint Francis Hospital
- Dona-Marie Geoffrion, Concentra, Inc
- Nancy L. Halter, RN, West Tennessee Healthcare
- Lorraine Kail, RN, West Tennessee Healthcare
- Christine Lyons, The Heart Group
- Linda G. Maners, MBA, RN, Methodist Healthcare
- Jim Marshall, Associated Hlthcare Systems, Inc
- Kerry Massey, CPA, Maury Regional Hospital
- Sandra J. Metzler, HCA
- Lori Priest, BSBA, Navigant Consulting
- Melissa Reavers, The Stern Cardiovascular Ctr
- Tena Roberson, Esq, Blue Cross Blue Shield of TN
- Jennifer Sergio, Navigant Consulting
- Stephen Sherlin, Team Health
- Susan P. Welsh, CPC, HCA
- Kelly M. Willenberg, Vanderbilt Univ Med Ctr
The Health Care Compliance Association presents the 2nd Annual Research Compliance Conference!

This conference will provide practical insights into clinical research compliance issues from the sponsors’ perspective, as well as the perspective of research sites and investigators!

Speakers:
- JoAn Rochez Leonce, Senior Attorney, Office of the General Counsel, Public Health Division, Department of Health and Human Services
- Michael Marcarelli, Director of Bioresearch Monitoring, FDA Center for Devices and Radiological Research
- Karen McDonnell, Deputy Chief Counsel, Research, Wyeth Pharmaceuticals
- David Hoffman, Assistant United States Attorney, Eastern Dist. Of PA
- and many more!

For more information visit: www.hcca-info.org
Or call: (888) 580-8373 Fax 952-988-0146
June 20-23, 2005  
Hyatt at Fisherman’s Wharf  
San Francisco, CA

**ACT NOW! - SPACE IS LIMITED!**

<table>
<thead>
<tr>
<th>PLEASE TYPE OR PRINT</th>
</tr>
</thead>
<tbody>
<tr>
<td>First Name</td>
</tr>
<tr>
<td>Credentials</td>
</tr>
<tr>
<td>Title</td>
</tr>
<tr>
<td>Company</td>
</tr>
<tr>
<td>Address</td>
</tr>
<tr>
<td>City</td>
</tr>
<tr>
<td>Phone</td>
</tr>
<tr>
<td>Fax</td>
</tr>
<tr>
<td>E-mail</td>
</tr>
</tbody>
</table>

- YES! I'm interested in taking the Healthcare Compliance Certification (CHC) exam!
- YES! Please sign me up for the Compliance Academy!

- $2500 Members
- $3000 Non-Members
- $2795 HCCA Membership & Registration
  Save $205.00 by joining HCCA today!

**WEB**
www.hcca-info.org

**MAIL**
Send form with tuition fee to:
Conference Office
5780 Lincoln Dr., Suite 120
Minneapolis, MN 55436

**FAX**
(952) 988-0146

**QUESTIONS?**
info@hcca-info.org
1-888-580-8373

Federal Tax ID: 23-2882664

**Payment Terms**
Please enclose payment with your registration and return it to the conference office at the above address, or fax your credit card payment to (952) 988-0146.

- PO number   CODE: CTAA0605
- Check enclosed (checks payable to HCCA)
- American Express   Visa   MasterCard

<table>
<thead>
<tr>
<th>Account No.</th>
<th>Exp. Date</th>
</tr>
</thead>
<tbody>
<tr>
<td>Name of Cardholder</td>
<td></td>
</tr>
<tr>
<td>Signature</td>
<td></td>
</tr>
</tbody>
</table>

**WEB**
www.hcca-info.org

**MAIL**
Send form with tuition fee to:
Conference Office
5780 Lincoln Dr., Suite 120
Minneapolis, MN 55436

**FAX**
(952) 988-0146

**QUESTIONS?**
info@hcca-info.org
1-888-580-8373
King & Spalding LLP provides a full range of corporate compliance legal services to organizations in healthcare and other highly regulated industries, including compliance counseling, internal investigations and litigation defense.

We know corporate compliance.

King & Spalding LLP
Atlanta • Houston • London • New York • Washington, D.C.
www.kslaw.com/health

Medicare compliance is a big burden for your laboratory.

Let HSC provide the ongoing support you need.

Since 1987, Health Systems Concepts, Inc., has been performing compliance and charge master reviews for hospitals and independent laboratories.

We developed the HSC Compliance Subscription Program to provide laboratory staff with expert answers to Medicare coding and billing questions year long for a low-cost, annual subscription fee. It’s simple, timely, and efficient, bringing you the expertise of top coding and reimbursement professionals, as well as specialized legal expertise.

HSC has the proven expertise to:
• Review your charge master billing codes
• Validate electronic processes and systems
• Review compliance-related procedures
• Guide the development of a custom compliance plan that includes procedures and staff training
• Train your laboratory compliance coordinator
• Conduct compliance audits
• Assist you if Medicare audit challenges should arise


Health Systems Concepts, Inc.
1307 Sweetwater Club Boulevard
Longwood, FL 32779-2141
Phone: 407.774.5291
info@hsc-dtc.com
How do you know if you’re coming up short?

SOLUTIONS TO MEASURE AND IMPROVE CASH FLOW

Who can you trust to help ensure your organization’s financial health? For decades, 3M has helped providers deliver accurate and compliant coding and reimbursement data. Now, we’re leveraging our expertise to provide clinically based revenue management systems and targeted consulting services. Our solutions help you improve and monitor your revenue cycle, from medical necessity and documentation issues to collecting full reimbursement while reducing compliance risk—helping you drive improvements all the way to your bottom line.

Add to your financial progress with the HFMA/3M Outpatient Revenue Management report at 3Mhis.com/Revenue or call 800-367-2447.

3M Health Information Systems from the 3M Health Care family
Whatever health care legal issues you face, we can clear the way to an effective resolution.
Train for Health Care Compliance offers comprehensive courses in general health care compliance, including fraud and abuse and Stark compliance strategies. The curriculum will offer 30 courses in general health care compliance, including basic courses on compliance program development, fraud and abuse, Stark and Sarbanes Oxley, and advanced courses on 72 Hour Window, PATH Rules, Transfer and Discharge, "Incident To” Billing, Medicare as Secondary Payor (MSP), Advance Beneficiary Notices (ABNs), Specialist Referrals and Consultations, Patient Freedom of Choice, Waivers of Co-Payments and Deductibles, Routine Services, Preventative Care and Observation Services and Balance Billing and Assumption Billing.

Train for Health Care Compliance content partners include Strategic Management Systems, Inc. and Davis Wright Tremaine, LLP.

### TRAIN FOR HEALTH CARE COMPLIANCE CURRICULUM

<table>
<thead>
<tr>
<th>BASIC CURRICULUM:</th>
<th>ROLE-BASED TRAINING COURSES:</th>
</tr>
</thead>
<tbody>
<tr>
<td>• Basic General Compliance Program Overview</td>
<td>• Compliance Officer: Introduction to Duties and Responsibilities</td>
</tr>
<tr>
<td>• Basic Written Compliance Guidance</td>
<td>• Compliance Officer: Management of Hotline/Complaints</td>
</tr>
<tr>
<td>• Basic Fraud and Abuse in Health Care</td>
<td>• Compliance Officer: Relationship with Legal Counsel, HRM and Financial Management</td>
</tr>
<tr>
<td>• Subpoenas, Audits, and Search Warrants</td>
<td>• Senior Management and Corporate Governance</td>
</tr>
<tr>
<td>• Introduction to Claims Processing Compliance</td>
<td>• Healthcare Corporate Governance: Effective Use of Audit Committees</td>
</tr>
</tbody>
</table>

### ADVANCED TRAINING COURSES:

- Advanced Development and Implementation Medical Director/Advisor Agreements and Services
- Advanced Handling of Overpayments and Refunds
- Advanced Leasing and Rental Agreements for Hospitals
- Advanced Sanctions Screening
- Stark for the Hospital Administrator
- Stark for the Clinic Administrator
- Emergency Medical Treatment and Active Labor Act (EMTALA)

### ADVANCED MINI MODULE TRAINING COURSES:

- The 72 Hour Payment Window
- PATH Rules
- "Incident To” Billing
- Transfer and Discharge Requirements
- Medicare Secondary Payors - Hospitals
- Advanced Beneficiary Notice (ABN)
- Specialist Referrals and Consultations
- Waivers of Co-Payments and Deductibles
- Routine Services, Preventive Care and Observation Services

### SOON TO COME FROM TRAIN FOR HEALTH CARE COMPLIANCE

- Advanced Training Courses:
  - Advanced Development and Implementation of Physician Recruitment Agreements

- Advanced Mini Module Training Courses:
  - Balance Billing and Assumption Billing

### FOR MORE INFORMATION

Go to the Train for Health Care Compliance website, www.TrainforHealthCareCompliance.com, or contact Matthew Feigenbaum at 888-228-5021 or via email at MFeigenbaum@TrainforHealthCareCompliance.com.
The Leader in Compliance Solutions For Healthcare
1,000 Organizations - 30,000 times a day

The Track to an Evidence-Based Compliance Program™

Your Team’s Expertise

<table>
<thead>
<tr>
<th>ComplyTrack™</th>
<th>CodingTrack™</th>
</tr>
</thead>
<tbody>
<tr>
<td>Complete Risk Assessment and Compliance Management System</td>
<td>Integrated Coding and Reimbursement Tools and Resources</td>
</tr>
</tbody>
</table>

RegsTrack™

The primary source for comprehensive, expertly organized, enterprise wide federal and state regulatory information

Get On Track  800-808-6800

www.mediregs.com

©2005 MediRegs, Inc.
RESEARCH COMPLIANCE
Online Interactive Courses

Comprehensive, Ongoing, Multimedia Education
for Health Care Staff & Administration

Grants and Contracts • Use of Human Subjects in Research
Conflicts of Interest and Scientific Misconduct • Use of Animals in Research
Professional Relationships and Data Issues
Laboratory Research and Special Research Issues

hccs
Health Care Compliance Strategies

For more info and a FREE demo login for these browser-based courses, call hccs at 877-933-4227
email info@hccs.com or visit www.hccs.com
Comprehensive, Ongoing, Multimedia Education

for Health Care Staff & Administration

The JCAHO Accreditation Process and Tracer Methodology

Patient Safety • Reducing Medication Errors • Infection Control

Bioterrorism and Disaster Preparation • Age Specific Competencies

Documentation for Quality Care • Organizational Performance Improvement

Patient Education • Patient Rights

hccs

For more info and a FREE demo login for these browser-based courses, call hccs at 877-933-4227
email info@hccs.com or visit www.hccs.com
WE KNOW THE BUSINESS OF HEALTH CARE.

AND WE MAKE HOUSE CALLS ALL OVER TEXAS.
Charlie
Please insert the new CCH ad on the supplied disk.
At MC Strategies, we can help you get there. Our consultants provide comprehensive assessments, such as Chargemaster reviews that help you identify billing issues and ensure HCPCS/CPT accuracy. And APC validations that include CPT and ICD-9 accuracy verification. But helping you get compliant is only part of what we do.

Our WebInservice® online training features the industry’s most comprehensive set of compliance curricula. Our EduCode® Compliance curriculum is a practical yet extremely informative program that covers general compliance as well as the highly-technical and high-risk areas of billing and coding compliance. And because all WebInservice training is delivered online, you can rest assured that you’re tapping into the most efficient and cost-effective training method available today.

Achieving compliance today is a complex task. And it takes more than knowing the basics, but rather, knowing it all from A to Z. To learn more, log onto www.mcstrategies.com or call us at 800-999-6274.

HCPCS/CPT, APC, ICD-9. No wonder you have to be compliant to the letter.
You would expect our integrated coding data quality software to improve the accuracy of your inpatient and outpatient coding from both a compliance – and missed opportunity point of view. SMART2.0, however, goes deeper than that. It drives consistency across your operations. It identifies problematic coding, DRG and APC issues. Most importantly, it provides findings to improve coding accuracy, and matches reimbursement commensurate with the level of services performed.

With our documentation tool, Teaming for Documentation Integrity (TDI), you can develop and implement a new collaborative approach to documentation and coding integrity. With comprehensive, compliance-based education for both the medical and hospital staff, improve your case mix index and hospital and physician profiles. Regulatory compliance is maintained utilizing SMART2.0 as your DRG, coding monitoring and CMI tool.

For more than 10 years we’ve been consistently helping hospitals improve their coding and documentation quality and recognizing positive bottom line impact. To learn why more hospitals are discovering PricewaterhouseCoopers call the HIM Strategic Coding Solution specialists at 800-211-5131 or visit us at www.pwc.com/healthcare.
Corporate Compliance
2005 Workshops
Register by April 1, 2005 and save $100

Failure to Comply
• Boards role in assuring the integrity of the organization
• Examples from recent corporate scandals of board oversight failures

Case Study: A Local Perspective
• Local compliance and ethics professional
• Challenges and changes for today’s professional

Foundations for Compliance with USSC Guidelines and Sarbanes-Oxley
• Members of the Sentencing Commission and its staff will explain the genesis and rationale of these developments

Setting up an Effective Compliance & Ethics Program
• A to Z overview to establish an effective compliance program

Management and Accountability: A Practical Discussion
• Effectively implement a compliance program
• Tips for effective communication and implementation

Potential Legal Pitfalls and Obstacles
• Legal and Practical Issues
• Techniques to obtain compliance buy-in

Register Today and Receive
The Complete Compliance and Ethics Manual
FREE a $315 Value!
Society of Corporate Compliance and Ethics

Dan Roach
Vice President, Compliance & Audit
Catholic Healthcare West

Joe Murphy
Partner, Compliance Systems Legal Group
Vice Chairman
Integrity Interactive Corporation

May 16 • New York, NY | May 23 • Minneapolis, MN
May 17 • Cincinnati, OH | May 24 • Chicago, IL

Continuing Education Credits: CLE, CPE/NASBA, ACHE, HCCB