WOMEN IN CYBERSECURITY: Shattering the Career Mystique
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DID YOU KNOW...

Cybersecurity is one of the best technology jobs as rated by U.S News & World Report's "Best Technology Jobs" of 2018.

There is a huge talent gap and demand is increasing.
- Cybersecurity Ventures predicts there will be 3.5 million cybersecurity job openings by 2021 (Source).

YET...

Only about 10% of the cybersecurity workforce is made up of women (Forbes Magazine).

By the time a woman turns 16, she will have already decided NOT to choose cybersecurity as a career (Information Age).

Only 13% of Fortune 500 companies have women in top cybersecurity positions (Source).

WHY? Let's explore.

What inspired you to choose cybersecurity as a career?
Why do you think women are not interested in the cybersecurity profession?

What types of challenges do you face as a women in this field?
What is your opinion regarding the stigma that “Cybersecurity only has to do with hacking and is highly technical”?

What skills are important to develop to succeed in this career?
What can women in the industry do to raise awareness about the field?
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