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OBJECTIVES

Protecting PHI and other forms of research data as it flows within and outside of an organization is a challenge and often raises significant privacy issues. We will discuss:

- Types of privacy issues, such as:
  - Using data to recruit patients,
  - Communicating on and triaging issues when deviations in research occur,
  - Data shared beyond the scope of research.

- Trends regarding:
  - How data is handled, potentially manipulated, and shared,
  - How compliance can best partner with other departments to support research while still safeguarding patient information.
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PRIVACY FUNDAMENTALS

RESEARCH DEFINITION

The HIPAA Privacy Rule establishes the conditions under which protected health information may be used or disclosed by covered entities for research purposes. Research is defined in the HIPAA Privacy Rule as, “a systematic investigation, including research development, testing, and evaluation, designed to develop or contribute to generalizable knowledge.”

See 45 CFR 164.501.
RESEARCH PRIVACY BACKGROUND

• Researchers may obtain, create, use, and/or disclose individually identifiable health information. Under the Privacy Rule, Covered Entities are permitted to use and disclose protected health information for research with individual authorization (usually embedded in the informed consent) or without individual authorization (e.g., IRB/Privacy Board approval, preparatory to research, limited data set) under limited circumstances set forth in the Privacy Rule.

• A Covered Entity may always use or disclose for research purposes, which has been de-identified (in accordance with 45 CFR 164.502(d), and 164.514(a)-(c) of the Privacy Rule).

Source: https://www.hhs.gov/hipaa/for-professionals/special-topics/research/index.html

<table>
<thead>
<tr>
<th>Area of Distinction</th>
<th>HIPAA Privacy Rule</th>
<th>HHS Protection of Human Subjects Regulations Title 45 CFR Part 46</th>
<th>FDA Protection of Human Subjects Regulations Title 21 CFR Parts 50 and 56</th>
</tr>
</thead>
<tbody>
<tr>
<td>Overall Objective</td>
<td>Establishes a Federal floor of privacy protections for most individually identifiable health information by establishing conditions for its use and disclosure by certain health care providers, health plans, and health care clearinghouses.</td>
<td>To protect the rights and welfare of human subjects involved in research conducted or supported by HHS. Not specifically a privacy regulation.</td>
<td>To protect the rights, safety and welfare of subjects involved in clinical investigations regulated by FDA under 21 U.S.C. 355(j) and 21 U.S.C. 360(g). Not specifically a privacy regulation.</td>
</tr>
<tr>
<td>Applicability</td>
<td>Applies to HIPAA-defined covered entities, regardless of the source of funding.</td>
<td>Applies to human subjects research conducted or supported by HHS.</td>
<td>Applies to research involving products regulated by FDA. Federal support is not necessary for FDA regulations to be applicable. When research subject to FDA jurisdiction is federally funded, both the HHS Protection of Human Subjects Regulations and the FDA Protection of Human Subjects Regulations apply.</td>
</tr>
</tbody>
</table>

HYPOTHETICAL BACKGROUND

You = Research Compliance Officer

- You rely on an affiliate’s IRB for oversight of human subject research at your facility (IRB of record). IRB also acts as the Privacy Board for your facility.
- Researcher is interested in using your facility as a site for a multi-site sponsored neuro-trauma project by collecting blood samples from patients with certain conditions and submits a protocol to the IRB.
- Researcher intends to use reports generated from your facility’s EMR to recruit patients for a study. A Central IRB has already approved the research.
- Subsequently, your IRB of record enters into a reliance agreement with the Central IRB and reviews and approves the protocol as well.
The researcher submits a request to Research Administration for access to your EMR and the reports. Research Administration contacts you and asks if they may grant this access.

What do you do?
HYPOTHETICAL #1: IMPLICATIONS

A

Chicken and Egg Issues

- Who approves this? The organization, the IRB or both?
- And who goes first?

B

Focus on Policies

- But how do they work in practice?
- Who is subject to them?
- Who knows about them?

HYPOTHETICAL #2: SHARING DATA
HYPOTHETICAL #2: SHARING DATA

You are on the same page with the researcher in terms of recruitment, but you find out that the researcher intends to use cloud services to store and share information between his team at your facility and the researchers at other sites.

What do you do?

HYPOTHETICAL #2: IMPLICATIONS

A More Chicken and Egg Issues

B Relationship between Research, Compliance, Legal, and Security

C BAAs/Working with Large Cloud Storage Organizations
HYPOTHETICAL #3: MOVING DATA/AFTER THE FACT

The researcher is still conducting the original study and has now accepted a position at another institution. The researcher wants to move the multi-site study to the new institution and take his data with him. Once the researcher has moved and you have resolved any data sharing issues (or so you think), you find out from your fellow Compliance Officer that the researcher still has and is using a laptop from your institution.

What do you do?
HYPOTHETICAL #3: IMPLICATIONS

How do you Effectively Move Research Data?

Is this Policy-Based? Contract-Based? Both?

RECOMMENDATIONS & LESSONS LEARNED
RECOMMENDATIONS/LESSONS LEARNED

• Takeaways?
• What would you do differently?

Thank You
Questions?
Face the Future with Confidence