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The physical medical record is the property of the hospital.  The information contained therein is the property of the patient and thus must be available to the patient and/or the patient’s legally designated representative upon appropriate request.  Ownership of the medical record is considered to be mutual.  The record is maintained for the benefit of the patient, the medical staff, and the hospital.  

Health care information is personal and sensitive information that should be maintained in a confidential manner.  Any unauthorized use or disclosure of such information by a health care provider renders the provider liable for damages.  All health care information must be considered confidential, and must not be disclosed to unauthorized individuals.  Special precautions must be taken with records of patients who have the diagnosis or treatment of alcohol and drug abuse problems, mental illness, and certain sexually transmitted diseases.

Authorized disclosure is generally categorized as that which requires written patient consent and that which requires no patient consent.  All authorized disclosures are subject to a requirement that the disclosure be limited to the minimum necessary to accomplish the intended purpose of the use, disclosure or request.  All disclosures of health care information, except for treatment, payment, and operations, must be charted as part of the patient’s health care information, and the authorization must be filed as part of the patient’s medical record.

When signed authorization is required:

In general, disclosures necessitating patient authorization should be honored only upon presentation of a valid, written authorization which is signed and dated by the patient or legal representative.   Such authorization must be dated on or after the date of treatment encounter.  Upon presentation of a valid authorization, KMC must make all medical records available for inspection and/or copying within 15 days of receipt of the request (RCW 70.02).
When signed authorization is NOT required:

In general, an authorization is not required for any disclosure of information required for treatment of the patient or operations of the hospital.  The hospital staff may disclose health care information about a patient, without the patient’s authorization, to the extent that a recipient needs to know the information, if the disclosure is (RCW 70.02.050):

1. To a person who the hospital reasonably believes is providing healthcare to the patient.

2. To a person requiring this information for healthcare education, or to provide planning, quality assurance, peer review, or administrative, legal, financial, or actuarial services to the hospital; or for assisting the hospital in delivery of healthcare when the hospital reasonably believes the person will not use or disclose the information for any other purpose and will take appropriate steps to protect that information.

3. To any healthcare provider reasonably believed to have previously provided healthcare to the patient, unless the hospital has been instructed by the patient in writing not to disclose.

4. To any person the hospital reasonably believes disclosure will avoid or minimize an imminent danger to the health or safety of the patient or any other individual.

5. For audits or research subject to limitations of RCW 70.02.050.

6. To an official of a penal or other custodial institution where the patient was detained.

7. Directory information: Information disclosing the location and general health condition (i.e., “critical”, “fair”, etc.) of a patient.  

8. Directory information and religious affiliation to clergy members upon request.

9. To federal, state, or local public health authorities, to the extent required by law to report public healthcare information when needed to determine compliance with state or federal licensure, certification, or registration rules or laws, or when needed to protect the public health.

10. To federal, state or local law enforcement authorities as required by law (such as pursuant to search warrant or child abuse reporting.)

11. To the Coroner/Medical Examiner under a policy established by the facilitating attorney.

12. Pursuant to a discovery request or compulsory process, after advance notification and if there has been no patient request to not release the information as provided in RCW 70.02.060.  

13. By court order – subpoenas, search warrants, court orders, and stipulation.

14. To Labor and Industry (or to claimant’s employer or representative) provided the claim number accompanies the request, together with a statement regarding the nature of the injury/illness for which the claim has been filed, and the information released is restricted to that which is relevant to the particular injury of the worker whose injury or occupational disease is the basis of the claim.  

15. To an attorney representing the facility when the latter may be a party to litigation.

16. In a medical emergency, information may be released without consent, but it is recommended that consent be obtained as soon as possible thereafter.

It is the hospital’s responsibility to safeguard both the record and its informational content against loss, defacement, tampering, use by unauthorized individuals, and damage by fire and water.  Designated medical record areas are to be protected with security barriers and restricted access to identified facility personnel.  Security barriers are employed and monitored with a badge swipe entry system.   Badge entry is required when department where records are stored is closed to the standard public hours of operation.

The medical record or its contents may be removed from the hospital’s jurisdiction and safekeeping only in accordance with a court order, subpoena, or statute as defined in the Uniform Health Care Information Act (Washington State).  
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